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1. შესავალი 

 

კონფიდენციალურობის შესახებ ეს შეტყობინება („kia connect-ის კონფიდენციალურობის შეტყობინება“) 

შემუშავებულია kia connect gmbh-ის („kia connect“, „ჩვენ“ ან „ჩვენი“) მიერ ფიზიკური პირებისთვის 

(ერთობლივად „თქვენ“), რომლებიც იყენებენ ჩვენს დაკავშირებულ სერვისებს შესაბამისი სატრანსპორტო 

საშუალების მთავარი ბლოკის („მთავარი ბლოკი“) და/ან kia app-ის საშუალებით (ერთობლივად „დაკავშირებული 

სერვისები“). 

 

როდესაც ააქტიურებთ და იყენებთ დაკავშირებულ სერვისებს, ჩვენ დავამუშავებთ თქვენთან დაკავშირებულ 

პერსონალურ მონაცემებს, როგორც ეს მითითებულია kia connect-ის წინამდებარე კონფიდენციალურობის 

შეტყობინებაში. kia connect-ის კონფიდენციალურობის შეტყობინებაში გამოყენებული ტერმინები 

განმარტებულია ქვემოთ, პუნქტში 14. 

 
გაითვალისწინეთ: თუ თქვენ არ გადასულხართ kia app-ზე და კვლავ ხართ kia connect აპის მომხმარებელი, ამ 

დოკუმენტში ნებისმიერი მითითება kia app-ზე გაგებული უნდა იქნეს, როგორც „kia connect აპი“. 

 

გაითვალისწინეთ, რომ kia connect-ის კონფიდენციალურობის შესახებ ამ შეტყობინების გარდა, საჭიროების 

შემთხვევაში, ჩვენ შეიძლება გაცნობოთ თქვენი პერსონალური მონაცემების ცალკე დამუშავების შესახებ, 

მაგალითად, თანხმობის ფორმებში ან კონფიდენციალურობის ცალკეულ შეტყობინებებში. 

 

kia app-ის სერვისები, მათ შორის, სხვასთან ერთად მრავალ მახასიათებელსა და ფუნქციას მოიცავს, რომლებიც 

არ საჭიროებს თქვენს ავტომობილში კავშირის აქტივაციას. kia app-სა და მის ფუნქციებთან დაკავშირებით, 

რომლებიც არ წარმოადგენს დაკავშირებულ სერვისებს, თქვენი პერსონალური მონაცემების დამუშავების 

დეტალები მოცემულია კონფიდენციალურობის შესახებ ცალკე შეტყობინებაში („kia app-ის 

კონფიდენციალურობის შეტყობინება“), რომელიც ხელმისაწვდომია ბმულზე: 

https://connect.kia.com/eu/downloads. 
 

თუ ხართ ავტომობილის შიდა გადახდის (in-car payment) სერვისის მომხმარებელი, გაეცანით მანქანაში 

გადახდის კონფიდენციალურობის ცალკე შეტყობინებას ამ სერვისთან დაკავშირებით თქვენი პერსონალური 

მონაცემების დამუშავების შესახებ. კონფიდენციალურობის შეტყობინება ხელმისაწვდომია აქ: 
https://connect.kia.com/eu/downloads-in-car-payment/ 



 

 

 

დაკავშირებულ სერვისებთან მიმართებით ჩვენ ვთავაზობთ გარკვეული ფუნქციების შეძენას მანქანაში 

გამოსაყენებლად, როგორიცაა მანქანის პროგრამული უზრუნველყოფის განახლებები ან სხვა დამატებითი 

კომპონენტები („განახლებები“). kia connect-ის კონფიდენციალურობის შეტყობინება ასევე შეიცავს გარკვეულ 

ინფორმაციას ასეთი განახლებების შეძენასთან დაკავშირებით პერსონალური მონაცემების დამუშავების შესახებ. 

 

დაკავშირებულ სერვისებსა და განახლებებს ვაწვდით ჩვენს მომხმარებლებს ევროპის მასშტაბით. იმის გამო, რომ 

მონაცემთა დაცვის მოქმედი კანონები და მოთხოვნები შეიძლება განსხვავდებოდეს შესაბამის იურისდიქციებში, 

იხილეთ პუნქტი 16 (ცვლილებები ადგილობრივი კანონში) კონკრეტული ინფორმაციის მისაღებად თქვენს 

იურისდიქციასთან დაკავშირებით. 

 

2. ავტომობილის ან დაკავშირებული სერვისების გამოყენება მესამე მხარის მიერ 

 

მიუხედავად იმისა, რომ kia connect-ის კონფიდენციალურობის შეტყობინება ასევე ვრცელდება მესამე მხარის 

მიერ მანქანის გამოყენებაზე, რისთვისაც გააქტიურებული გაქვთ დაკავშირებული სერვისები, ჩვენ მიერ 

მონაცემების დამუშავების აქტივობები ძირითადად ეხება ინფორმაციას ავტომობილის შესახებ. 

 

ეს იმას ნიშნავს, რომ ჩვენ ვერ შევძლებთ იმ პირის იდენტიფიცირებას, რომელიც ავტომობილს მართავს, გარდა 

იმ შემთხვევისა, როდესაც ადამიანი შესულია თავისი პირადი პროფილით ან იყენებს შესაბამის პირთან 

დაკავშირებულ სხვა იდენტიფიკატორებს. 
 

kia connect-ის გამოყენების პირობების 10.2 პუნქტის თანახმად, თქვენ უნდა აცნობოთ ავტომობილის სხვა 

მომხმარებლებს/მძღოლებს შემდეგი ინფორმაცია: (i) დაკავშირებული სერვისების გააქტიურებისა და მათთან 

დაკავშირებული დამუშავების შესახებ; და (ii) იმ გარემოებაზე, რომ გარკვეული დაკავშირებული სერვისების 

მიწოდება მოითხოვს მდებარეობის მონაცემების (gps მონაცემები) შეგროვებასა და დამუშავებას. 

 

3. მაკონტროლებელი 

 
 

3.1. თუ სხვაგვარად პირდაპირ არ არის მითითებული, Kia Connect GmbH არის შეგროვებული 

პერსონალური მონაცემების მაკონტროლებელი, როგორც მითითებულია Kia Connect-ის კონფიდენციალურობის 

ამ შეტყობინებაში. 

 

თუ გაქვთ შეკითხვა kia kia connect-ის კონფიდენციალურობის შეტყობინების ან ჩვენ მიერ თქვენი პერსონალური 

მონაცემების დამუშავების შესახებ, ან გსურთ ისარგებლოთ რომელიმე უფლებით, დაგვიკავშირდით 

მისამართზე: 

– kia connect gmbh, theodor-heuss-allee 11, 60486 frankfurt am main, გერმანია, ელ-ფოსტის მისამართი: 

info@kia-connect.eu 
 

ასევე შეგიძლიათ, გამოიყენოთ ჩვენი საკონტაქტო ფორმა, რომელიც ხელმისაწვდომია kia app-ში მოცემულ 

ბმულზე ან მისამართზე: https://connect.kia.com/eu/customer-support/contact-form/. 

 

გარდა ამისა, შეგიძლიათ დაუკავშირდეთ ჩვენს პერსონალურ მონაცემთა დაცვის ოფიცერს ქვემოთ, პუნქტში 4 

მითითებული საკონტაქტო მონაცემების გამოყენებით. 

 

3.2. ჩვენ ვმოქმედებთ, როგორც ერთობლივი მაკონტროლებლები Kia Europe GmbH-თან ერთად (Theodor-

Heuss-Allee 11, 60486 Frankfurt am Main, გერმანია) („Kia EU“), ავტომობილის სისტემის OTA განახლებების 

მიწოდებასთან დაკავშირებით (დაწვრილებითი ინფორმაციისთვის იხილეთ პუნქტი 7.4.2). 

 
kia eu-სთან შეთანხმების თანახმად, ჩვენ ვართ თქვენი მთავარი საკონტაქტო პუნქტი თქვენი პერსონალური 

მონაცემების დამუშავების ან kia eu-სთან ჩვენი შეთანხმების არსთან დაკავშირებით დამუშავების აქტივობების 

შესახებ, რაც მოცემულია პუნქტში 7.4.2. იგივე ვრცელდება, თუ გსურთ თქვენი რომელიმე უფლების გამოყენება 

აღნიშნულთან მიმართებით. თქვენ ასევე შეგიძლიათ, პირდაპირ დაუკავშირდეთ kia eu-ს: 

– kia europe gmbh, მონაცემთა დაცვის ოფიცერი, theodor-heuss-allee 11, 60486 frankfurt am main, 

გერმანია, ელ-ფოსტის მისამართი: dpo@kia-europe.com 

 



 

 

4. მონაცემთა დაცვის ოფიცერი 

 

ჩვენ დავნიშნეთ მონაცემთა დაცვის გარე ოფიცერი (dpo). შეგიძლიათ დაუკავშირდეთ მას შემდეგ მისამართზე: 

– kia connect gmbh, მონაცემთა დაცვის ოფიცერი, theodor-heuss-allee 11, 60486 frankfurt am main, 

გერმანია, ელ-ფოსტის მისამართი: dpo@kia-connect.eu 

 

5. პერსონალური მონაცემების შეგროვება 

 

ჩვენ ვაგროვებთ ან მოვიპოვებთ თქვენს პერსონალურ მონაცემებს შემდეგი წყაროებიდან: 

– ჩვენთვის მოწოდებული მონაცემები: ჩვენ ვიღებთ თქვენ მიერ მოწოდებულ პერსონალურ მონაცემებს 

(მაგ.: როდესაც kia app-ში ან მთავარ ბლოკში შეგყავთ ინფორმაცია დაკავშირებული სერვისების შესახებ ან 

როდესაც გვიკავშირდებით ელ-ფოსტით, ტელეფონით, ჩვენი საკონტაქტო ფორმის ან სხვა საშუალების 

გამოყენებით). 

– ავტომობილიდან მიღებული მონაცემები: ჩვენ ვაგროვებთ ან ვიღებთ პერსონალურ მონაცემებს თქვენი 

ავტომობილიდან (მაგ. მისი სენსორებიდან და დაკავშირებული აპლიკაციებიდან). 

– აპის ან/და მთავარი ბლოკის მონაცემები: ჩვენ ვაგროვებთ ან ვიღებთ პერსონალურ მონაცემებს, როდესაც 

იყენებთ kia app-ს ან/და მანქანის მთავარ ბლოკს დაკავშირებულ სერვისებთან მიმართებით. 

– ინფორმაცია მესამე მხარის შესახებ: ჩვენ ვაგროვებთ ან ვიღებთ პერსონალურ მონაცემებს მესამე 

მხარისგან, რომელსაც გვაწვდიან. ასეთი წყაროების შესახებ ქვემოთ, შესაბამის პუნქტში გვაქვს მითითებული. 

 

6. პერსონალური მონაცემების ტიპები, რომლებსაც ვამუშავებთ 

 

თქვენ ვამუშავებთ შემდეგი ტიპის პერსონალურ მონაცემებს თქვენ შესახებ („შესაბამისი პერსონალური 

მონაცემები“): 

– პერსონალური დეტალები: მონაცემები, რომლებიც გეხებათ უშუალოდ თქვენ, როგორც პიროვნებას, ან 

თქვენს დემოგრაფიულ მახასიათებლებსა თუ პრეფერენციებს (მაგ. სახელ(ებ)ი, ქვეყანა, სასურველი ენა); 

– საკონტაქტო მონაცემები: მონაცემები, რომლებიც კომუნიკაციის ან გადამოწმების საშუალებას იძლევა 

(მაგ. ელ-ფოსტის მისამართი, მობილურის ნომერი); 

– მომხმარებლის პროფილის შესახებ ინფორმაცია: მონაცემები, რომლებიც დაკავშირებულია თქვენს 

მომხმარებლის პროფილთან, მათ შორის, kia-ს ანგარიშში შესვლის დეტალები (მაგ. მომხმარებლის სახელი, 

პაროლი, ინფორმაცია სისტემის დაყენების, ნავიგაციის დაყენების შესახებ, პროფილის სურათი (თუ 

მიწოდებულია), პროფილის სახელი); 

– საკონტრაქტო მონაცემები: მონაცემები, რომლებიც ეხება კონტრაქტის დადებას, მათ შორის, kia connect-

ის გამოყენების პირობების მიღებას და დაკავშირებული სერვისების მიწოდების დაწყების (სერვისების 

აქტივაციის) თარიღს (მაგ.: კონტრაქტის შინაარსი, კონტრაქტის დადების ტიპი და თარიღი, ხანგრძლივობა); 

– თანხმობის ჩანაწერები: ჩანაწერები თქვენ მიერ გაცემული თანხმობის შესახებ, მათ შორის, თარიღი და 

დრო, თანხმობის საშუალება და მასთან დაკავშირებული ნებისმიერი ინფორმაცია (მაგ.: თანხმობის საგანი); 

– საკომუნიკაციო მონაცემები: მონაცემები, რომლებიც კომუნიკაციის შინაარსს წარმოადგენს (მაგ.: 

საუბრების შინაარსი, წერილობითი კორესპონდენცია); 

– ავტომობილის მონაცემები: ავტომობილის საიდენტიფიკაციო ნომერი (vin) და ინფორმაცია წარმოების 

თარიღის, პირველი რეგისტრაციის თარიღის, ავტომობილის რეგისტრაციის ნომრის, ბოლო ტექნიკური 

შემოწმების თარიღის, ტექნიკური შემოწმების მომდევნო თარიღის, ავტომობილის პროგრამული 

უზრუნველყოფის ვერსიის, ავტომობილის ფუნქციებისა და კონფიგურაციების (მაგ. ძრავი/აკუმულატორი, 

მუხრუჭი, ტრანსმისია, გადაცემათა კოლოფი, საწვავის/ენერგიის მოხმარება, კონდიციონერი, გათბობა, 

გამაფრთხილებელი და დამხმარე სისტემები, საჭე, საბურავები, სიჩქარე, ტექნიკური და სტაბილურობასთან 

დაკავშირებული სისტემები, მთავარი მოწყობილობა) შესახებ. 

– ინფორმაცია ავტომობილის მდგომარეობის შესახებ: მონაცემები, რომლებიც დაკავშირებულია თქვენი 

ავტომობილის მდგომარეობასთან (მაგ. ოდომეტრის მაჩვენებელი, გათბობის, ვენტილაციისა და კონდიცირების 

მდგომარეობა; გალღობის მდგომარეობა; ძრავის მდგომარეობა; კარების, საბარგულის, ფანჯრების, კაპოტისა და 

ლუქის მდგომარეობა; საბურავების მდგომარეობა; ნათურების მდგომარეობა; ავარიული ნათურების 

მდგომარეობა; ჭკვიანი გასაღების მდგომარეობა; შუშების საწმენდი სითხისა და სამუხრუჭე/ძრავის ზეთის 

მაჩვენებელი; დამუხტვის შესახებ ინფორმაცია; ანთების სისტემის მდგომარეობა; გადაცემის მდგომარეობა; 

სავარძლის მდგომარეობა; აკუმულატორის, საწვავისა და დაცლამდე მანძილის მაჩვენებელი; აკუმულატორის 

კონდიცირების მაჩვენებელი; დიაგნოსტიკური მონაცემები; მანქანის მდგომარეობის შესახებ გაფრთხილების 

ტიპი); 



 

 

– დადასტურების მონაცემები: მონაცემები, რომლებიც შეყვანილი მონაცემებისა და მოქმედებების 

დადასტურების საშუალებას იძლევა (მაგ. (დადასტურების) pin-კოდი, აქტივაციის კოდები, sms 

ავთენტიფიკაციის კოდები, დადასტურების სტატუსი, ავტორიზაციის ტოკენიზირებული მონაცემები); 

მონაცემები, რომლებიც პიროვნების, მოთხოვნების და შესაბამისობის დადასტურების საშუალებას იძლევა; 

– ფსევდონიმიზებული იდენტიფიკატორები: გენერირებული იდენტიფიკატორები, რომლებიც 

გამოიყენება თქვენ შესახებ სხვა მონაცემებთან დაკავშირებით, მაგრამ პირდაპირ ვერ მოგეწერებათ დამატებითი 

ინფორმაციის გამოყენების გარეშე (მაგ. მომხმარებლის id, ავტომობილის id, მოწყობილობის id, ციფრული 

გასაღების id, თანმიმდევრობის id, მძღოლის id , სერვისის id, ხმის ონლაინ ჩანაწერის id, მომხმარებლის 

პროფილის id); 

– მონაცემები მდებარეობისა და მოძრაობის შესახებ: მონაცემები, რომლებიც თქვენი ავტომობილის ან 

მოწყობილობების მდებარეობასთან და/ან მოძრაობასთან არის დაკავშირებული (მაგ. მდებარეობის მონაცემები 

(gps მონაცემები)); 

– მგზავრობები/ზოგადი ინფორმაცია ავტომობილის მართვის შესახებ: მონაცემები, რომლებიც 

უკავშირდება ავტომობილით მგზავრობებს (მაგ.: გარბენი, მაქსიმალური სიჩქარე, საშუალო სიჩქარე, მანძილი; 

საწვავი, აკუმულატორი ან/და ენერგიის მოხმარება; მართვის თარიღი და დრო, მართვის რეჟიმები, ინფორმაცია 

აჩქარების/შენელების შესახებ; უქმი სვლით ძრავის მუშაობის დრო); 

– გამოყენებაზე დაფუძნებული მონაცემები: მონაცემები, რომლებიც მოწოდებულია მანქანასთან ან 

სერვისებთან ურთიერთქმედების საშუალებით ან გენერირებულია მანქანის ან სერვისების გამოყენებით (მაგ. 

სერვისის გააქტიურების და სერვისის გამოყენების თარიღი, დრო და ხანგრძლივობა; მისამართი, გაჩერების 

პუნქტები ან/და ინფორმაცია ინტერესის პუნქტების შესახებ; ინფორმაცია მარშრუტის შესახებ, მულტიმედიასთან 

დაკავშირებით გამოყენება (მაგ. სასურველი რადიოსადგურების სია), არჩეული შეზღუდვები (მაგ. სიჩქარის 

ლიმიტი, მანძილის ლიმიტი, შეზღუდული ზონები), ინფორმაცია სპორტული ღონისძიებების შესახებ, 

ინფორმაცია კალენდრის, მუსიკისა და მუსიკის წყაროს შესახებ); 

– ტექნიკური მონაცემები: ტექნიკური ინფორმაცია, რომელიც დაკავშირებულია მანქანაში არსებულ 

მოწყობილობებთან, პროგრამულ უზრუნველყოფასთან ან სხვა ისეთ მოწყობილობებთან, რომლებიც 

სერვისებისთვის ან მათთან დაკავშირებით გამოიყენება (მაგ. ip მისამართი, sim ბარათის შესახებ ინფორმაცია, 

კავშირგაბმულობის ოპერატორის შესახებ ინფორმაცია, სანავიგაციო მოწყობილობის შესახებ ინფორმაცია, ენის 

პარამეტრები, დროის აღნიშვნა, მომხმარებლის უნიკალური იდენტიფიკატორი (uuid), მობილური 

მოწყობილობის მონაცემები (მაგ. მოწყობილობის ტიპი, os ვერსია), აპლიკაციის ვერსია და აპლიკაციის 

შეფერხების შესახებ ინფორმაცია, log-ფაილები); 

– კიბერუსაფრთხოების მონაცემები: მონაცემები, რომლებიც კიბერუსაფრთხოების შემთხვევებს 

უკავშირდება (მაგ.: ინფორმაცია უსაფრთხოების აღმოჩენილი მოვლენის შესახებ და უსაფრთხოების მოვლენის 

დროის აღნიშვნები); 

– ota-სთან დაკავშირებული მონაცემები: ota-ს (უსადენო ქსელით) განახლებებთან დაკავშირებით 

მიღებული ან შექმნილი მონაცემები (მაგ.: დიაგნოსტიკური მონაცემები (შეცდომის/პრობლემის კოდები, 

პროგრამული უზრუნველყოფის აღდგენის შედეგები), გამოყენების ისტორია, მიწოდების სტატუსი, განახლების 

შედეგი); 

– მონაცემები ჩანაწერების შესახებ: მანქანის კამერის ჩანაწერების საშუალებით შეგროვებული 

გამოსახულების/ვიდეოს მონაცემები; დაკავშირებული სერვისის - „ხმის ონლაინ ამოცნობის“ გამოყენებით 

შეგროვებული ხმოვანი მონაცემები; 

– დინამიკური ინფორმაცია საგზაო მოძრაობის შესახებ: მონაცემები, რომლებიც დაკავშირებულია 

შერჩეულ მარშრუტებზე საგზაო სიტუაციასთან (მაგ. ინფორმაცია საგზაო მოძრაობის შესახებ, მარშრუტის 

შესახებ ინფორმაცია); 

– ინფორმაცია ციფრული გასაღების შესახებ: მონაცემები, რომლებიც ეხება დაკავშირებულ სერვისს 

„ციფრული გასაღები“ (მაგ.: ციფრული გასაღების ტიპი, წვდომის ავტორიზაცია/პროფილი, გასაღების ფიზიკური 

ბრელოკის id, გაზიარებული ციფრული გასაღებები, დიაგნოსტიკა); 

– ინფორმაცია ამინდის შესახებ: ამინდთან დაკავშირებული მონაცემები; 

– ინფორმაცია დილერის შესახებ: მონაცემები, რომლებიც kia-ს თქვენთვის სასურველ დილერს ან თქვენს 

რეგიონში kia-ს დილერებს ეხება (მაგ.: დილერის სახელი, მისამართი, საკონტაქტო ინფორმაცია და სამუშაო 

საათები); და 

– შეძენის დეტალები: ინფორმაცია შეძენილი განახლებების შესახებ; 

– შეხედულებები და მოსაზრებები: ნებისმიერი შეხედულება და მოსაზრება, რომელსაც ჩვენ გვიზიარებთ, 

მაგ.: უკუკავშირი და გამოკითხვაზე პასუხები. 

 



 

 

7. დამუშავების მიზნები და სამართლებრივი საფუძვლები 

 

მთავარი მოწყობილობის კონფიდენციალურობის პარამეტრებში შეგიძლიათ გაააქტიუროთ და გამორთოთ 

კონკრეტული დაკავშირებული სერვისები ან მათი კატეგორიები. 

 

როდესაც ააქტიურებთ დაკავშირებულ სერვისს (კატეგორიას), თქვენ პირდაპირ ითხოვთ შესაბამისი 

დაკავშირებული სერვისის (კატეგორიის) მიწოდებას, როგორც ეს მითითებულია kia connect-ის გამოყენების 

პირობებში, რომლებიც ხელმისაწვდომია ბმულზე: 

 
https://connect.kia.com/eu/downloads. 
 

თუ ავტომობილში არ იყენებთ საინფორმაციო-გასართობი პროგრამული უზრუნველყოფის უახლეს ვერსიას, 

შეგიძლიათ, გაააქტიუროთ და გამორთოთ დაკავშირებული სერვისები ან დაკავშირებული სერვისის 

კატეგორიები kia app სერვისების სიაში. 

 

შესაბამისი პერსონალური მონაცემების დამუშავების მიზნები, მოქმედი კანონმდებლობის შესაბამისად, და 

სამართლებრივი საფუძვლები, რომლებზე დაყრდნობითაც ვამუშავებთ მონაცემებს, შემდეგია: 
 

7.1. აპლიკაციაში 

 
 

7.1.1. ავტომობილის და მოწყობილობის დაკავშირება 
 

თქვენი მოწყობილობის, რომელზედაც kia app არის დაყენებული, შესაბამის ავტომობილთან დასაკავშირებლად 

საჭიროა შემოწმება და დადასტურება, რისთვისაც ჩვენ გაგიზიარებთ დამადასტურებელ pin-კოდს. kia app-ში 

რეგისტრაციასა და შესვლასთან დაკავშირებით ჩვენ მიერ თქვენი პერსონალური მონაცემების დამუშავების 

შესახებ დეტალებისთვის იხილეთ kia app-ის კონფიდენციალურობის შეტყობინება. 

 

შესაბამისი პერსონალური მონაცემები: ავტომობილის მონაცემები; დადასტურების მონაცემები. 

 
სამართლებრივი საფუძველი: ჩვენთან დადებული ხელშეკრულების შესასრულებლად (მუხლი 6 (1) ბ) gdpr) 

აუცილებელია მონაცემების დამუშავება. 

 

7.1.2. მომხმარებლის პროფილი 

 

მომხმარებლის პროფილთან დაკავშირებული სერვისები მოიცავს შემდეგს: 

 
7.1.2.1. პროფილის სარეზერვო ასლის შექმნა და აღდგენა 

 

ეს სერვისი საშუალებას გაძლევთ, kia app-ში შექმნათ ავტომობილის პარამეტრების შესახებ ინფორმაციის 

სარეზერვო ასლი და ის თქვენს ავტომობილში აღადგინოთ. 

 

შესაბამისი პერსონალური მონაცემები: საკონტაქტო ინფორმაცია, მომხმარებლის პროფილის შესახებ 

ინფორმაცია, ავტომობილის მონაცემები, დადასტურების მონაცემები, მონაცემები მდებარეობისა და მოძრაობის 

შესახებ, გამოყენებაზე დაფუძნებული მონაცემები. 

 

7.1.2.2. პერსონალური კალენდრის/ნავიგაციის სინქრონიზაცია 

 

ეს სერვისი საშუალებას გაძლევთ სინქრონიზება გაუკეთოთ google calendar-ს ან apple calendar-ს თქვენს 

სმარტფონზე, მთავარი მოწყობილობის ინტეგრირებული კალენდრის ფუნქციის მეშვეობით. ამგვარად შეძლებთ 

თქვენი პერსონალური კალენდრის მთავარი მოწყობილობის ეკრანზე დანახვას და დანიშნულების ადგილის 

პარამეტრის დაყენებას. 
 

შესაბამისი პერსონალური მონაცემები: საკონტაქტო მონაცემები, ავტომობილის მონაცემები, დადასტურების 

მონაცემები, ფსევდონიმიზებული იდენტიფიკატორები, გამოყენებაზე დაფუძნებული მონაცემები. 

 

სამართლებრივი საფუძველი: მომხმარებლის პროფილის სერვისებთან დაკავშირებული პერსონალური 



 

 

მონაცემების დამუშავება აუცილებელია ჩვენთან დადებული ხელშეკრულების შესასრულებლად (მუხ. 6 (1) ბ) 

gdpr). 
 

7.1.3. დისტანციური მართვა 

 

შემდეგი დაკავშირებული სერვისები საშუალებას გაძლევთ, აკონტროლოთ ან დაარეგულიროთ თქვენი 

ავტომობილი დისტანციურად kia app-ის საშუალებით. ეს სერვისებია: კლიმატის დისტანციური მართვა, 

დისტანციური დამუხტვა, კარის დისტანციური მართვა, სავარძლების დისტანციური გათბობა და ვენტილაცია, 

ფანჯრის დისტანციური მართვა, ავარიული სიგნალიზაციის სინათლის დისტანციური მართვა, დასამუხტი 

ხუფის დისტანციური მართვა, დისტანციური საბარგული, აკუმულატორის დისტანციური კონდიცირება, 

დისტანციური განათება, დისტანციური სიგნალი და ფარები და გაფრთხილება ავტომობილის შესახებ. 

 

დამატებითი ინფორმაცია დაკავშირებული სერვისების შესახებ ხელმისაწვდომია kia connect-ის გამოყენების 

პირობებში, პუნქტი 4.2.1.1. 

 

შესაბამისი პერსონალური მონაცემები: ავტომობილის მონაცემები, ინფორმაცია ავტომობილის მდგომარეობის 

შესახებ, მონაცემები მდებარეობისა და მოძრაობის შესახებ, ტექნიკური მონაცემები. 

 
სამართლებრივი საფუძველი: ჩვენთან დადებული ხელშეკრულების შესასრულებლად (მუხლი 6 (1) ბ) gdpr) 

აუცილებელია მონაცემების დამუშავება. 

 

7.1.4. ადგილმდებარეობაზე დაფუძნებული დისტანციური სერვისები 

 

შემდეგი დაკავშირებული სერვისები საშუალებას გაძლევთ, დისტანციურად დააყენოთ და იპოვოთ ინტერესის 

პუნქტები („poi“) ან/და გამოიყენოთ ნავიგაცია თქვენი ავტომობილისთვის, რომელიც ადგილმდებარეობის 

მონაცემებს ეფუძნება. ეს სერვისებია: "მანქანაში გაგზავნა" (send to car), "იპოვე ჩემი მანქანა", "მანქანამდე 

ნავიგაცია" (first mile navigation) და "დანიშნულების ადგილამდე ნავიგაცია" (last mile navigation). 

 

დამატებითი ინფორმაცია დაკავშირებული სერვისების შესახებ ხელმისაწვდომია kia connect-ის გამოყენების 

პირობებში, პუნქტი 4.2.1.2. 

 

გაითვალისწინეთ, რომ თუ kia app-ს იყენებს სხვა პირი და აპი დაკავშირებულია იმავე ავტომობილთან, 

რომელთანაც თქვენ ხართ დაკავშირებული, ეს პიროვნება ასევე შეძლებს ავტომობილის მდებარეობის 

მონაცემების (gps მონაცემები) ნახვას kia app-ის საკუთარ პროფილში, თუკი გამოიყენებს სერვისს „იპოვე ჩემი 

მანქანა“ და „მანქანამდე ნავიგაცია“, თუნდაც იმ დროს თქვენ იყენებდეთ ავტომობილს. 
 

თუმცა ეს ადამიანი ვერ შეძლებს თქვენს რეალურ დროში მარშრუტებზე წვდომას, მან შეიძლება დაინახოს 

ავტომობილის მიმდინარე ადგილმდებარეობა პირდაპირ (live) რეჟიმში. 

 

შესაბამისი პერსონალური მონაცემები: პირადი დეტალები, ავტომობილის მონაცემები, მდებარეობისა და 

მოძრაობის მონაცემები, მგზავრობის/მართვის შესახებ ზოგადი ინფორმაცია, გამოყენებაზე დაფუძნებული 

მონაცემები, ტექნიკური მონაცემები. 

 

სამართლებრივი საფუძველი: ჩვენთან დადებული ხელშეკრულების შესასრულებლად (მუხლი 6 (1) ბ) gdpr) 

აუცილებელია მონაცემების დამუშავება. 

 

7.1.5. ავტომობილის ექსპლუატაციისა და დიაგნოსტიკის საინფორმაციო სერვისები 

 

შემდეგი დაკავშირებული სერვისები საშუალებას გაძლევთ, kia app-ში მიიღოთ და ეკრანზე გამოიტანოთ 

გარკვეული ინფორმაცია ავტომობილის მუშაობისა და დიაგნოსტიკის შესახებ: ავტომობილის მდგომარეობა, 

ავტომობილის შესახებ ანგარიში, ავტომობილის დიაგნოსტიკა, ენერგიის მოხმარება, მართვის უსაფრთხოების 

შეფასება და ჩემი მოგზაურობები. 

 

დამატებითი ინფორმაცია დაკავშირებული სერვისების შესახებ ხელმისაწვდომია kia connect-ის გამოყენების 

პირობებში, პუნქტი 4.2.1.3. 



 

 

 

მართვის უსაფრთხოების შეფასების შესახებ: გაითვალისწინეთ, რომ ჩვენ მოვიწვიეთ კომპანია lexisnexis risk 

solutions (europe) limited („lnrse“), რათა დაგვეხმაროს შესაბამისი პერსონალური მონაცემების ანალიზში 

(იხილეთ პუნქტი 8 დამატებითი ინფორმაციისთვის სერვისის პროვაიდერის შესახებ). 

 

ყველა მონაცემი, რომელსაც ვუზიარებთ კომპანია lnrse-ს, ფსევდონიმიზებულია. გაითვალისწინეთ, რომ თუ 

თქვენს ავტომობილს სხვებს უზიარებთ, მართვის უსაფრთხოების შეფასების მაჩვენებელი ასახავს ყველა 

მძღოლის მიერ განხორციელებულ მგზავრობას და მართვასთან დაკავშირებულ მათ კომბინირებულ ქცევას. 

 

ამიტომ თქვენ ვალდებული ხართ, თქვენი ავტომობილის სხვა მძღოლებს აცნობოთ მართვის უსაფრთხოების 

შეფასების სერვისის გააქტიურების შესახებ. მართვის უსაფრთხოების შეფასების შესახებ ინფორმაციის ნახვა იმ 

მძღოლებსაც შეუძლიათ, რომლებიც თქვენს ავტომობილს იზიარებენ. თუ ამ სერვისს გამორთავთ, მართვის 

უსაფრთხოების ყველა მონაცემი სამუდამოდ წაიშლება. 

 

შესაბამისი პერსონალური მონაცემები: ავტომობილის მონაცემები, ინფორმაცია ავტომობილის მდგომარეობის 

შესახებ, ფსევდონიმიზებული იდენტიფიკატორები, მდებარეობისა და მოძრაობის მონაცემები, 

მგზავრობის/მართვის შესახებ ზოგადი ინფორმაცია, გამოყენებაზე დაფუძნებული მონაცემები, ტექნიკური 

მონაცემები. 

 

სამართლებრივი საფუძველი: ჩვენთან დადებული ხელშეკრულების შესასრულებლად (მუხლი 6 (1) ბ) gdpr) 

აუცილებელია მონაცემების დამუშავება. 

 

7.1.6. დისტანციური მონიტორინგი და გაფრთხილებები 

 

შემდეგი დაკავშირებული სერვისები საშუალებას გაძლევთ, დისტანციურად ადევნოთ თვალი თქვენს 

ავტომობილს და მიიღოთ შემდეგი გაფრთხილებები kia app-ის მეშვეობით: ავტომობილის შესახებ 

გაფრთხილება, ძარცვის შესახებ გაფრთხილება, ბატარეის განმუხტვის გაფრთხილება, უკანა მგზავრის შესახებ 

გაფრთხილება, ავტომობილის უმოქმედობის გაფრხილება, მაღალი ძაბვის აკუმულატორის მონიტორინგის 

გამაფრთხილებელი სისტემა, პარკინგის რეჟიმი, ავტოსადგომზე მომსახურე პირის შესახებ გაფრთხილება, 

გეოზონის შესახებ გაფრთხილება, სიჩქარის შესახებ გაფრთხილება, დროის შუალედის შესახებ გაფრთხილება და 

უმოქმედობის შესახებ გაფრთხილება. 

 

დამატებითი ინფორმაცია დაკავშირებული სერვისების შესახებ ხელმისაწვდომია kia connect-ის გამოყენების 

პირობებში, პუნქტი 4.2.1.4. 

 

მაღალი ძაბვის აკუმულატორის მონიტორინგის გამაფრთხილებელი სისტემა: გაითვალისწინეთ, რომ თუ 

გაუმართაობა გამოიწვევს ავტომობილის დაზიანებას ან ფიზიკურ ზიანს მოგაყენებთ თქვენ ან შესაბამის 

ავტომობილში ან მის გარეთ მყოფ სხვა პირებს, ამ ინფორმაციას და თქვენი მანქანის vin-ს გავუზიარებთ kia-ს 

ეროვნული გაყიდვების კომპანიას ან kia-ს დისტრიბუტორს, რომელიც შეიძლება პირდაპირ დაგიკავშირდეთ 

გაუმართაობისა და დაზიანების ან ფიზიკური ზიანის პოტენციური რისკის შესახებ გასაფრთხილებლად. 

 

ჩვენი ინფორმაციის მიღებისთანავე, kia-ს შესაბამისი ეროვნული გაყიდვების კომპანია ან kia-ს დისტრიბუტორი 

დაამუშავებს ამ ინფორმაციას, როგორც ცალკე და დამოუკიდებელი მაკონტროლებელი. გაითვალისწინეთ, რომ 

ჩვენ გავაზიარებთ ასეთ ინფორმაციას მხოლოდ იმ შემთხვევაში, როდესაც გაუმართაობა ითვლება მძიმედ და 

არსებობს მანქანის დაზიანების ან ფიზიკური ტრავმის რისკი. 

 
შესაბამისი პერსონალური მონაცემები: ავტომობილის მონაცემები, მდებარეობისა და მოძრაობის მონაცემები, 

მგზავრობის/მართვის შესახებ ზოგადი ინფორმაცია, გამოყენებაზე დაფუძნებული მონაცემები, ტექნიკური 

მონაცემები. 

 

სამართლებრივი საფუძველი: ჩვენთან დადებული ხელშეკრულების შესასრულებლად (მუხლი 6 (1) ბ) gdpr) 

აუცილებელია დამუშავება. მესამე მხარესთან შესაბამისი ინფორმაციის გაზიარება მაღალი ძაბვის 

აკუმულატორის მონიტორინგის გაფრთხილების სისტემის სერვისისთვის აუცილებელია, როგორც ჩვენი 

კანონიერი ინტერესების მიზნებისათვის (მუხლი 6 (1) ვ) gdpr), ასევე ჩვენი მომხმარებლებისა და სხვა მესამე 

მხარეებისთვის. 



 

 

 

კანონიერი ინტერესები შემდეგია: ჩვენი სერვისების სათანადო მიწოდებისა და ფუნქციონირების 

უზრუნველყოფა, უსაფრთხო სერვისებისა და პროდუქტების მიწოდება ჩვენი და kia ჯგუფის 

მომხმარებლებისთვის, ჩვენი მომხმარებლების ჯანმრთელობისა და სიცოცხლის დაცვა, ჩვენი მომხმარებლების 

ქონების დაცვა და სხვა ადამიანების ჯანმრთელობის, სიცოცხლისა და ქონების დაცვა ავტომობილში ან მის 

ირგვლივ. 

 

7.1.7. ციფრული გასაღები 

 

ეს სერვისი საშუალებას გაძლევთ, გამოიყენოთ ციფრული გასაღების გარკვეული ფუნქციები თქვენი 

მოწყობილობის ჩაშენებული, ულტრა ფართო ზოლის დიაპაზონის (uwb) და ახლო საველე კომუნიკაციის (nfc) 

ფუნქციების გამოყენებით. 

 

ასევე შეგიძლიათ, გააზიაროთ და მართოთ ციფრული გასაღები მაქსიმუმ სამ დამატებით მოწყობილობასთან. 

გაითვალისწინეთ, რომ ამ სერვისით სარგებლობისას მონაცემთა გაცვლა ჭკვიან მობილურ მოწყობილობასა და 

ავტომობილს შორის ხორციელდება uwb ან nfc ფუნქციების გამოყენებით. ეს მონაცემები ჩვენ არ გადმოგვეცემა. 

 

დამატებითი ინფორმაცია ამ სერვისის შესახებ ხელმისაწვდომია kia connect-ის გამოყენების პირობებში, პუნქტი 

4.2.1.6. 
 

შესაბამისი პერსონალური მონაცემები: პირადი მონაცემები; საკონტაქტო მონაცემები, ინფორმაცია 

მომხმარებლის პროფილის შესახებ, ფსევდონიმიზებული იდენტიფიკატორები, გამოყენებაზე დაფუძნებული 

მონაცემები, ტექნიკური მონაცემები, ინფორმაცია ციფრული გასაღების შესახებ. 

 

სამართლებრივი საფუძველი: ჩვენთან დადებული ხელშეკრულების შესასრულებლად (მუხლი 6 (1) ბ) gdpr) 

აუცილებელია მონაცემების დამუშავება. 
 

7.1.8. მანქანის გაზიარება 

 

თქვენ შეგიძლიათ, სხვა მომხმარებლებს გაუზიაროთ ცალკეული დაკავშირებული სერვისები kia app-ში 

„მანქანის გაზიარების მოთხოვნის“ ფუნქციის მეშვეობით. გაზიარების შემდეგ ჩვენ დავამუშავებთ 

ავტომობილისა და მომხმარებლის ანგარიშთან დაკავშირებულ გარკვეულ მონაცემებს გაზიარების მოთხოვნის 

დაწყების და დამუშავების მიზნით. 

 

გაზიარების მოთხოვნასთან დაკავშირებული ინფორმაცია, როგორიცაა სახელი და pin-კოდი, გადაეცემა და 

დამუშავდება kia app-ის სხვა მომხმარებლის ანგარიშზე. სხვა მომხმარებელს ისევე შეუძლია kia app-ის 

გამოყენება დაკავშირებული ავტომობილისთვის, როგორც თქვენ. მას ასევე შეუძლია გამოიყენოს ფუნქცია „იპოვე 

ჩემი მანქანა“. 

 

დამატებითი ინფორმაცია ამ სერვისის შესახებ ხელმისაწვდომია kia connect-ის გამოყენების პირობებში, პუნქტი 

4.1.2. 
 

შესაბამისი პერსონალური მონაცემები: პირადი მონაცემები, საკონტაქტო მონაცემები, ავტომობილის მონაცემები, 

დადასტურების მონაცემები. 

 

სამართლებრივი საფუძველი: მონაცემების დამუშავება აუცილებელია ჩვენთან დადებული ხელშეკრულების 

შესასრულებლად (მუხ. 6 (1) ბ) gdpr), ასევე ჩვენი კანონიერი ინტერესების შესაბამისად, რათა შევთავაზოთ ჩვენი 

სერვისები (მუხ. 6 (1) ვ) gdpr). 

 

გაითვალისწინეთ, რომ ამ სერვისის გამოყენებისას სხვა მომხმარებლებს უზიარებთ თქვენს ყველა პერსონალურ 

მონაცემს, გარდა სისტემაში შესვლის დეტალებისა, რომლებიც თქვენს kia app-ის ანგარიშში ინახება. ამ 

ფუნქციის გამორთვა ნებისმიერ დროს შეგიძლიათ. 

 

სერვისის გამორთვის შემდეგ შეჩერდება მონაცემთა გაზიარება, ხოლო ყველა გაზიარებულ მონაცემს წავშლით 

kia app-ის სხვა მომხმარებლის ანგარიშიდან. 

 



 

 

7.1.9. მთავარი მენიუს რუკა და საძიებო ზოლი 

 

მთავარი მენიუს რუკა აჩვენებს თქვენს ამჟამინდელ მდებარეობას. მთავარი მენიუს საძიებო ზოლი შეიძლება 

გამოყენებული იყოს ინტერესის პუნქტის (poi) მოსაძებნად. 

 

შესაბამისი პერსონალური მონაცემები: მდებარეობისა და მოძრაობის შესახებ მონაცემები, გამოყენებაზე 

დაფუძნებული მონაცემები, ტექნიკური მონაცემები. 

 

სამართლებრივი საფუძველი: ჩვენთან დადებული ხელშეკრულების შესასრულებლად (მუხლი 6 (1) ბ) gdpr) 

აუცილებელია მონაცემების დამუშავება. 
 

7.1.10. პროდუქტისა და სერვისის გაუმჯობესება 

 

ფუნქციის „პროდუქტის/სერვისის გაუმჯობესება“ გააქტიურებით, თქვენი თანხმობის საფუძველზე, 

დავამუშავებთ მონაცემებს ავტომობილის წარმადობის, გამოყენების, ექსპლუატაციისა და მდგომარეობის 

შესახებ, პროდუქტისა და მომსახურების ხარისხის გაუმჯობესების მიზნით. 

 

თქვენი თანხმობა ნებაყოფლობითია და მისი გაუქმება ნებისმიერ დროს შეგიძლიათ შესაბამისი ღილაკის 

დეაქტივაციის გზით. 

 

ფუნქციის „პროდუქტის/სერვისის გაუმჯობესების" გასააქტიურებლად, ასევე, აუცილებელია გეოგრაფიული 

საინფორმაციო სისტემის („gis“) გააქტიურება ტექნიკური მიზეზების გამო. 

 

შესაბამისი პერსონალური მონაცემები: თანხმობის ჩანაწერები, ავტომობილის მონაცემები, მდებარეობისა და 

მოძრაობის მონაცემები, გამოყენებაზე დაფუძნებული მონაცემები. 

 

სამართლებრივი საფუძველი: დამუშავება ეფუძნება თქვენს წინასწარ თანხმობას (მუხლი 6 (1) ა) gdpr). თქვენი 

თანხმობა ნებაყოფლობითია და მისი გაუქმება შესაძლებელია ნებისმიერ დროს (მაგ.: შესაბამისი თანხმობის 

ღილაკის გამორთვით kia app-ის თანხმობის სიაში). 

 

თქვენი თანხმობის გაუქმება გავლენას არ მოახდენს ამგვარი თანხმობის (რომელიც გაუქმებამდე გაიცა) 

საფუძველზე დამუშავების კანონიერებაზე. 

 
7.2. ავტომობილის შიდა 

 
 

7.2.1. შეტყობინებების ცენტრი 

 

შეტყობინებების ცენტრი თქვენს მთავარ მოწყობილობაში საშუალებას გაძლევთ, მიიღოთ ჩვენი შეტყობინებები 

მთავარი მოწყობილობის ეკრანზე. ასეთი შეტყობინებები, სხვა საკითხებთან ერთად, მოიცავს უკან გაწვევის 

კამპანიის შეტყობინებებს (მაგ.: შეტყობინებებს უკან ღია გაწვევის კამპანიების შესახებ), სერვისის შეხსენებებს 

(მაგ.: შეხსენებებს რეგულარული ტექნიკური მომსახურების თარიღების შესახებ), სერვისის მოქმედებების 

შეტყობინებებს (მაგ.: ინფორმაციას შეუსრულებელი რეკომენდებული სერვისის მოქმედებების შესახებ) და 

ავტომობილის სავალდებულო ინსპექტირების შეხსენებებს (მაგ.: ინფორმაციას მანქანის მომავალი 

ინსპექტირების შესახებ). 

 

იხილეთ kia app-ის კონფიდენციალურობის შეტყობინება ან kia connect-ის გამოყენების პირობები (პუნქტი 

4.2.3.7) დამატებითი ინფორმაციისთვის ამ შეტყობინებებთან დაკავშირებით თქვენი პერსონალური მონაცემების 

დამუშავების შესახებ. 

 

გთხოვთ, გაითვალისწინოთ, რომ kia-ს ეროვნული გაყიდვების კომპანიას, ან თქვენს ქვეყანაში დისტრიბუტორს 

ჩვენ ვაცნობებთ ავტომობილთან დაკავშირებული შეტყობინებების შესახებ, რომლებიც თქვენ გამოგიგზავნეთ, 

რათა თავიდან აგაცილოთ kia-ს ჯგუფის სხვადასხვა კომპანიებისგან ერთი და იმავე შეტყობინების რამდენიმე 

არხიდან მიღება. 



 

 

 

შესაბამისი პერსონალური მონაცემები: ავტომობილის მონაცემები, ფსევდონიმიზებული იდენტიფიკატორები, 

გამოყენებაზე დაფუძნებული მონაცემები. 

 

სამართლებრივი საფუძველი: მონაცემების დამუშავება აუცილებელია ამ ხელშეკრულების შესრულებისთვის, 

რომელიც ჩვენთან გაქვთ დადებული (მუხ. 6 (1) ბ) gdpr), ან სერვისის მოქმედების შეტყობინებასთან 

დაკავშირებით, რაც თქვენს წინასწარ თანხმობას (მუხ. 6 (1) ა) gdpr) ეფუძნება. 

 

მითითებული ინფორმაციის გაზიარება kia-ს ეროვნული გაყიდვების შესაბამის კომპანიასთან ან 

დისტრიბუტორთან აუცილებელია ჩვენი კანონიერი ინტერესების მიზნებისათვის (მუხლი 6 (1) ვ) gdpr). ჩვენი 

კანონიერი ინტერესებია: ჩვენი მომხმარებლისთვის საუკეთესო შესაძლო სერვისის მიწოდება (ამ ინფორმაციის 

გაზიარება თავიდან აგვაცილებს მომხმარებელთა იმედგაცრუებას ერთი და იმავე შეტყობინების მრავალი არხით 

და kia-ს ჯგუფის სხვადასხვა კომპანიებისგან მიღების გამო). 

 

7.2.2. Kia Connect-ის Live სერვისები 

 

kia connect-ის live სერვისები შემდეგ ფუნქციებსა და მახასიათებლებს მოიცავს: live ტრაფიკი და ონლაინ 

ნავიგაცია, ინტერესის პუნქტი (poi) live რეჟიმში და poi-ს ონლაინ ძიება, ამინდი, პარკირება, დილერის poi, 

სიჩქარის კამერის/სახიფათო ზონის გაფრთხილებები (თუ კანონით დასაშვებია გამოყენების ქვეყანაში) და 

სპორტული ლიგა. 
 

როდესაც kia connect-ის live სერვისს გაააქტიურებთ, ჩვენ ასევე დავამუშავებთ შესაბამის პერსონალურ 

მონაცემებს kia connect-ის live სერვისების გაუმჯობესების მიზნით. 

 

დამატებითი ინფორმაცია ამ სერვისების შესახებ ხელმისაწვდომია kia connect-ის გამოყენების პირობებში, 

პუნქტი 4.2.3.1. 

 
live რეჟიმში ინტერესის პუნქტის (poi) და poi-ის ონლაინ ძიების სერვისის შესახებ: ამ სერვისის გაუმჯობესება 

მოხდება შესაბამის ავტომობილებში ჩვენი პარტნიორი კომპანიის 4.screen gmbh (4.screen) მეშვეობით 

მიწოდებული მონაცემებით. დამატებითი დეტალებისთვის იხილეთ პუნქტი 7.8.6. 

 

შესაბამისი პერსონალური მონაცემები: საკონტაქტო მონაცემები, მანქანის მონაცემები, ფსევდონიმიზებული 

იდენტიფიკატორები, მდებარეობისა და მოძრაობის მონაცემები, გამოყენებაზე დაფუძნებული მონაცემები, 

ტექნიკური მონაცემები, საგზაო მოძრაობის შესახებ დინამიკური ინფორმაცია, ინფორმაცია ამინდის და 

დილერის შესახებ. 

 

სამართლებრივი საფუძველი: მონაცემების დამუშავება აუცილებელია ჩვენთან დადებული ხელშეკრულების 

შესასრულებლად (მუხ. 6 (1) ბ) gdpr). kia connect-ის live სერვისების გაუმჯობესებასთან დაკავშირებით 

დამუშავება აუცილებელია ჩვენი კანონიერი ინტერესების მიზნებისათვის (მუხ. 6 (1) ვ) gdpr). ჩვენი კანონიერი 

ინტერესებია: kia connect-ის live სერვისების გაუმჯობესება. 

 

7.2.3. მდებარეობაზე დაფუძნებული სერვისები ავტომობილში 

 
შემდეგი დაკავშირებული სერვისები საშუალებას გაძლევთ, იპოვოთ poi-ები და/ან გამოიყენოთ ნავიგაცია თქვენი 

ავტომობილისთვის, რომელიც მდებარეობის მონაცემებს ეფუძნება: ელექტროავტომობილის (ev) მარშრუტის 

დაგეგმვა, ev poi, სასურველი მარშრუტი, google places ძიების გაუმჯობესება და სასწრაფო დახმარების მანქანის 

მოახლოვება. 

 

როდესაც მანქანის მდებარეობაზე დაფუძნებულ სერვისს გაააქტიურებთ, ჩვენ ასევე დავამუშავებთ შესაბამის 

პერსონალურ მონაცემებს მანქანის მდებარეობაზე დაფუძნებული სერვისების გაუმჯობესების მიზნით. 

 

დამატებითი ინფორმაცია ამ სერვისების შესახებ ხელმისაწვდომია kia connect-ის გამოყენების პირობებში, 

პუნქტი 4.2.3.2. 

 

google places ძიების ფუნქციის გაუმჯობესება: ეს სერვისი google-ის გაუმჯობესებული საძიებო ფუნქციით 

სარგებლობის საშუალებას გაძლევთ. ამ მიზნით, ჩვენ google-თან ვაზიარებთ მდებარეობის ინფორმაციას, ეს 



 

 

უკანასკნელი კი შესაბამის ინფორმაციას google place api-ის მეშვეობით გვაწვდის. გაითვალისწინეთ, რომ google 

ჩვენგან არ იღებს სხვა ინფორმაციას. 

 

შესაბამისი პერსონალური მონაცემები: საკონტაქტო მონაცემები, ავტომობილის მონაცემები, 

ფსევდონიმიზებული იდენტიფიკატორები, მდებარეობისა და მოძრაობის მონაცემები, გამოყენებაზე 

დაფუძნებული მონაცემები, ტექნიკური მონაცემები, საგზაო მოძრაობის შესახებ დინამიკური ინფორმაცია. 

 

სამართლებრივი საფუძველი: მონაცემების დამუშავება აუცილებელია ჩვენთან დადებული ხელშეკრულების 

შესასრულებლად (მუხ, 6 (1) ბ) gdpr). 

 

დამუშავება ავტომობილის მდებარეობაზე დაფუძნებული სერვისების გაუმჯობესებასთან დაკავშირებით 

აუცილებელია ჩვენი კანონიერი ინტერესების მიზნებისათვის (მუხ. 6 (1) ვ) gdpr). ჩვენი კანონიერი ინტერესებია: 

ავტომობილის მდებარეობაზე დაფუძნებული სერვისების გაუმჯობესება. 

 

7.2.4. ონლაინ ხმის ამოცნობა 

 

ეს სერვისი საშუალებას გაძლევთ, ხმოვანი ბრძანებები გამოიყენოთ თქვენი ავტომობილის გარკვეულ 

ფუნქციებზე წვდომისა და კონტროლისთვის, ასევე ტექსტური შეტყობინებების შედგენისა და დაკავშირებული 

მობილური მოწყობილობის მეშვეობით გაგზავნის მიზნით. 

 

ონლაინ ხმის ამოცნობის სერვისი მოითხოვს თქვენი პერსონალური მონაცემების (მაგ. ხმის ნიმუშების) 

გადაცემას ჩვენი სერვისის პროვაიდერის, cerence b.v.-სა და მისი ქვე-დამმუშავებლებისთვის, რომლებიც 

შეიძლება იმყოფებოდნენ ევროკავშირის/eea-ს ფარგლებს გარეთ, რომლებიც ვერ უზრუნველყოფენ მონაცემთა 

დაცვის ადეკვატურ დონეს (დამატებითი დეტალებისთვის იხილეთ პუნქტები 15 და 16). 

 

cerence b.v. ხმის ნიმუშებს ტექსტის ნიმუშებად გარდაქმნის, მათ სემანტიკურად ახსნის (საჭიროების 

შემთხვევაში) და შემდეგ, შედეგს ავტომობილში გზავნის. გაითვალისწინეთ, რომ cerence b.v.-ის სერვერზე 

რეგისტრაციისთვის შეიქმნება უნიკალური id. მომხმარებლის id და თქვენი ავტომობილის მანქანის vin-კოდი ან 

სხვა იდენტიფიკატორები არ არის ერთმანეთთან დაკავშირებული. 

 

ეს ნიშნავს, რომ cerence b.v.-ს არ შეუძლია ფიზიკური პირის იდენტიფიცირება მისთვის გადაცემულ 

მონაცემებზე დაყრდნობით. თქვენ შეგიძლიათ არ დაუშვათ თქვენი პერსონალური მონაცემების cerence b.v.-ს 

და მისი ქვე-დამმუშავებლებისთვის გადაცემა, მთავარი მოწყობილობის შესაბამის პარამეტრებში ხმის ამოცნობის 

ონლაინ სერვისის გამორთვით. 

 

როდესაც ამ სერვისს იყენებთ, ჩვენ ვამუშავებთ შესაბამის პერსონალურ მონაცემებს ხმის ონლაინ ამოცნობის 

სერვისის მიწოდებისა და გაუმჯობესების მიზნით. 

 

დამატებითი ინფორმაცია ამ სერვისის შესახებ ხელმისაწვდომია kia connect-ის გამოყენების პირობებში, პუნქტი 

4.2.3.3. 
 

შესაბამისი პერსონალური მონაცემები: ფსევდონიმიზებული იდენტიფიკატორები, მდებარეობისა და მოძრაობის 

მონაცემები, გამოყენებაზე დაფუძნებული მონაცემები, ჩაწერის მონაცემები. 

 

სამართლებრივი საფუძველი: დამუშავება აუცილებელია ჩვენთან დადებული ხელშეკრულების 

შესასრულებლად (მუხ. 6 (1) ბ) gdpr). მდებარეობისა და მოძრაობის მონაცემების დამუშავება, მონაცემების ჩაწერა 

და გამოყენებაზე დაფუძნებული მონაცემები ხმის ონლაინ ამოცნობის სერვისის გაუმჯობესებასთან 

დაკავშირებით აუცილებელია ჩვენი კანონიერი ინტერესების მიზნებისათვის (მუხლი 6 (1) ვ) gdpr). ჩვენი 

კანონიერი ინტერესებია: ხმის ონლაინ ამოცნობის სერვისის გაუმჯობესება. 

 

7.2.5. Kia AI ასისტენტი 

 

თუ თქვენ გაააქტიურეთ ონლაინ ხმის ამოცნობის სერვისი (დამატებითი ინფორმაციისთვის იხილეთ პუნქტი 

7.2.4), kia ai ასისტენტი საშუალებას გაძლევთ, აკონტროლოთ ავტომობილის გარკვეული ფუნქციები და მიიღოთ 

ხელოვნური ინტელექტის მიერ გენერირებული ინფორმაცია ბუნებრივი საუბრის გზით. kia ai ასისტენტის 

გააქტიურება შესაძლებელია ხმის ამოცნობის ღილაკზე დაჭერით ან „hey, kia!“-ს თქმით. 



 

 

 

დამატებითი ინფორმაცია ამ სერვისის შესახებ ხელმისაწვდომია kia connect-ის გამოყენების პირობებში, პუნქტი 

4.2.3.4 და kia ai assistant-ის გამოყენების პირობებში. 

 

შესაბამისი პერსონალური მონაცემები: ფსევდონიმიზებული იდენტიფიკატორები, გამოყენებაზე დაფუძნებული 

მონაცემები, ჩაწერის მონაცემები. 

 

სამართლებრივი საფუძველი: მონაცემების დამუშავება აუცილებელია ჩვენთან დადებული ხელშეკრულების 

შესასრულებლად (მუხლი 6 (1) ბ) gdpr). 

 
7.2.6. ინტერნეტი მანქანაში და გასართობი პაკეტები 

 
 

7.2.6.1. ინტერნეტი მანქანაში 

 

როდესაც kia connect store-ში ყიდულობთ გასართობ პაკეტს, სისტემა გადაგამისამართებთ vodafone-ის ჯგუფის 

წევრის ან vodafone-ის პარტნიორის რეგისტრაციის გვერდზე, რომელიც თქვენს ქვეყანაში სატელეკომუნიკაციო 

მომსახურებას უზრუნველყოფს (vodafone), მათ ინტერნეტ სერვისზე რეგისტრაციისთვის, რათა მიიღოთ 

ინტერნეტი მანქანაში (iitc), რომლის გარეშეც ვერ ისარგებლებთ გასართობი პაკეტის მომსახურებით. 

 

vodafone-ში რეგისტრაციისა და iitc-ის მიღების მიზნებისთვის: (i) ქვემოთ ჩამოთვლილ შესაბამის პერსონალურ 

მონაცემებს გავუზიარებთ vodafone-სა და vodafone global enterprise ltd-ს (vgel); და (ii) vgel და vodafone 

გაგვიზიარებენ ხელშეკრულების დეტალებსა და ფსევდონიმიზირებულ იდენტიფიკატორებს. ეს საჭიროა ჩვენი 

მონაცემების შედარების, თქვენთან დადებული ხელშეკრულების შესრულების და iitc-ს თქვენს kia მანქანაში 

მიწოდების უზრუნველსაყოფად. 

 

გაითვალისწინეთ, რომ vodafone-ის ჯგუფის შესაბამისი წევრები და პარტნიორები ამუშავებენ თქვენს 

პერსონალურ მონაცემებს, როგორც ცალკეული და დამოუკიდებელი მაკონტროლებლები. მათ მიერ თქვენი 

პერსონალური მონაცემების დამუშავების შესახებ დამატებითი ინფორმაციისთვის გაეცანით მათ 

კონფიდენციალურობის შეტყობინებებს. 

 

შესაბამისი პერსონალური მონაცემები: პირადი მონაცემები, საკონტაქტო მონაცემები, კონტრაქტის მონაცემები, 

დადასტურების მონაცემები, ფსევდონიმიზებული იდენტიფიკატორები, ტექნიკური მონაცემები, შესყიდვის 

მონაცემები. 

 

სამართლებრივი საფუძველი: მონაცემების აუცილებელია ჩვენთან დადებული ხელშეკრულების 

შესასრულებლად (მუხ. 6 (1) ბ) gdpr). 

 

7.2.6.2. გასართობი პაკეტები 

 

kia connect store-ში გასართობი პაკეტის შეძენა საშუალებას გაძლევთ, გამოიყენოთ wi-fi hotspot, მუსიკის 

სტრიმინგი და ვიდეო სტრიმინგი. მუსიკისა და ვიდეო სტრიმინგის სერვისები არ მოიცავს სტრიმინგის 

შესაბამისი სერვისების გამოწერას. თქვენ უნდა გახსნათ ანგარიში და ცალკე გამოიწეროთ თქვენი სასურველი 

სტრიმინგ სერვისის პროვაიდერი. 

 

entertainment plus ან entertainment plus wi-fi პაკეტის შეძენა აპების (webos) მეშვეობით მიწოდებულ კონტენტზე 

წვდომის საშუალებას გაძლევთ. ასეთი კონტენტის მიწოდება ხორციელდება lg webos-ის გადაწყვეტილებით 

(ავტომობილის გასართობი სისტემა - entertainment tile in the vehicle). 

 
დამატებითი ინფორმაცია ამ სერვისების შესახებ ხელმისაწვდომია kia connect-ის გამოყენების პირობებში, 

პუნქტი 5.2.5. 

 

შესაბამისი პერსონალური მონაცემები: ავტომობილის მონაცემები, დადასტურების მონაცემები, 

ფსევდონიმიზებული იდენტიფიკატორები, გამოყენებაზე დაფუძნებული მონაცემები. 



 

 

 

სამართლებრივი საფუძველი: მონაცემების დამუშავება აუცილებელია ჩვენთან დადებული ხელშეკრულების 

შესასრულებლად (მუხ. 6 (1) ბ) gdpr). 

 

7.3. კიბერუსაფრთხოების სტანდარტები 

 

როდესაც დაკავშირებულ სერვისებს ააქტიურებთ მთავარ მოწყობილობაში, ჩვენ ვამუშავებთ თქვენი 

ავტომობილის უსაფრთხოების მოვლენებთან დაკავშირებულ მონაცემებს, kia-ს ავტომობილის 

კიბერუსაფრთხოების შესაბამისი სტანდარტების მართვისა და მონიტორინგის მიზნით. 

 
თუმცა, ასეთი მონაცემები თავდაპირველად ინახება თქვენს ავტომობილში. მონაცემები გადაეგზავნება ჩვენს 

სისტემებს შემდგომი ანალიზისთვის მხოლოდ უჩვეულო სიგნალის გამოვლენის შემთხვევაში. ასეთი 

მონაცემების უწყვეტად გადაცემა ავტომობილიდან არ ხდება. თქვენი ავტომობილი პერიოდულად ინახავს 

უსაფრთხოების ბოლო 100 გენერირებულ მოვლენას. უსაფრთხოების ახალი მოვლენის დაფიქსირების 

შემთხვევაში, წაიშლება უსაფრთხოების ყველაზე ძველი მოვლენა და მასთან დაკავშირებული მონაცემები. 

 

შესაბამისი მონაცემები დამუშავდება და გაანალიზდება კიბერუსაფრთხოების საფრთხეებისა და მოწყვლადობის 

თავიდან აცილების მიზნით, აღმოჩენილ საფრთხეებსა და პოტენციური კიბერუსაფრთხოების შეტევებზე 

მოწყვლადობის რეაგირებისა და აღმოფხვრისთვის, ასევე kia-ს ავტომობილების შესაბამისი უსაფრთხოების 

უზრუნველსაყოფად. 

 

შესაბამისი პერსონალური მონაცემები: ავტომობილის მონაცემები, კიბერუსაფრთხობის მონაცემები. 

 

სამართლებრივი საფუძველი: მონაცემების დამუშავება აუცილებელია: (i) კანონიერი ვალდებულების 

შესასრულებლად, რომლებიც ჩვენზე ვრცელდება (მუხ. 6 (1) გ) gdpr); ან (ii) ჩვენი კანონიერი ინტერესების 

მიზნებისათვის (მუხ. 6 (1) ვ) gdpr). 

 
ჩვენი კანონიერი ინტერესებია: kia-ს ავტომობილების უსაფრთხოების უზრუნველყოფა და გაუმჯობესება. 

 

7.4. OTA (უსადენო ქსელით) განახლებები 

 
 

7.4.1. რუკებისა და საინფორმაციო-გასართობი სისტემის OTA განახლება 
 

„რუკებისა და საინფორმაციო-გასართობი სისტემის ota განახლება“ საშუალებას იძლევა: 

– მანქანების სანავიგაციო სისტემაში არსებული რუკების განახლებები (ma/დაps update); ან/და 

– საინფორმაციო-გასართობის სისტემის პროგრამული უზრუნველყოფის განახლებები, ან მთავარი 

მოწყობილობის პროგრამული უზრუნველყოფის გაუმჯობესებები (infotainment update) 

 

ჩვენი სერვერებიდან, ჩაშენებულ ტელემატიკურ სისტემაზე „უსადენო ქსელის“ (over-the-air) მეთოდის 

გამოყენებით. 

 

დამატებითი ინფორმაცია ამ სერვისის შესახებ ხელმისაწვდომია kia connect-ის გამოყენების პირობებში, პუნქტი 

4.2.4.2. 
 

ეჭვის თავიდან აცილების მიზნით, თუ რუკების განახლებებს ან/და საინფორმაციო-გასართობი სისტემის 

განახლებებს მიიღებთ ვებ-გვერდზე https://update.kia.com/eu/e1/main ან დილერთან წვდომით, ეს განახლებები 

არ იქნება შეთავაზებული "უსადენო ქსელის" მეთოდით, ხოლო ჩვენ არ ვიქნებით პერსონალური მონაცემების 

შესაბამისი დამუშავების მაკონტროლებელი. 

 

7.4.2. ავტომობილის სისტემის OTA განახლება 

 

„ავტომობილის სისტემის ota განახლება“ საშუალებას გაძლევთ, ავტომობილის გარკვეული საკონტროლო 

მოწყობილობების (მართვის ბლოკების) ჩაშენებული პროგრამული უზრუნველყოფა განაახლოთ უახლესი 

ვერსიებით ან განახლებული პარამეტრებით („ავტომობილის სისტემის განახლება“) ჩვენი სერვერებიდან, 

„უსადენო ქსელის“ მეთოდით. ავტომობილის სისტემის ota განახლებებს გთავაზობთ სხვადასხვა მიზეზებისა და 



 

 

მიზნებისათვის, კერძოდ, საგარანტიო პერიოდის განმავლობაში დეფექტის გამოსასწორებლად, მწარმოებლის 

გარანტიის ფარგლებში ან უსაფრთხოებასთან დაკავშირებული სხვა მიზეზების გამო. დამატებითი ინფორმაცია 

ავტომობილის სისტემის ota განახლებების შესახებ მოცეულია kia connect-ის გამოყენების პირობებში, პუნქტი 

4.2.4.3. 
 

გაითვალისწინეთ, რომ ავტომობილის სისტემის ota განახლებების მიწოდებასთან დაკავშირებით (მათ შორის, 

ავტომობილების სისტემის ota განახლებების მეტი ეფექტურობისა და მოხერხებულობისთვის, რაც 

ავტომობილის სისტემის ota განახლებების ტექნიკური მოთხოვნებსა და სტანდარტებთან შესაბამისობას 

უზრუნველყოფს, კერძოდ, კიბერუსაფრთხოებასა და სისტემის სტაბილურობასთან დაკავშირებით) და 

ავტომობილის სისტემის ota განახლებების გაშვებისა და მონიტორინგის გლობალურ დონეზე მართვისთვის), 

თქვენს პერსონალურ მონაცემებს გავუზიარებთ kia eu-ს (იხ. პუნქტი 3.2). kia eu და ჩვენ თქვენს პერსონალურ 

მონაცემებს დავამუშავებთ, როგორც ერთობლივი მაკონტროლებლები. 

 

ეჭვის თავიდან აცილების მიზნით, თუ ავტომობილის სისტემის განახლებებს მიიღებთ ვებ-გვერდზე 

https://update.kia.com/eu/e1/main ან დილერთან წვდომით, ეს განახლებები არ იქნება შეთავაზებული "უსადენო 

ქსელის" მეთოდით, ხოლო ჩვენ არ ვიქნებით პერსონალური მონაცემების შესაბამისი დამუშავების 

მაკონტროლებელი. 

 

შესაბამისი პერსონალური მონაცემები: ავტომობილის მონაცემები, ავტომობილის მდგომარეობის შესახებ 

ინფორმაცია, ფსევდონიმიზებული იდენტიფიკატორები, მდებარეობისა და მოძრაობის მონაცემები, ტექნიკური 

მონაცემები, ota-სთან დაკავშირებული მონაცემები. 

 

სამართლებრივი საფუძველი: მონაცემების დამუშავება აუცილებელია ჩვენთან დადებული ხელშეკრულების 

შესასრულებლად (მუხ. 6 (1) ბ) gdpr). ავტომობილის სისტემის ota განახლებასთან დაკავშირებით დამუშავება 

ასევე აუცილებელია ჩვენი კანონიერი ინტერესების მიზნებისთვის, რომლებსაც ვიცავთ ჩვენ და kia eu (მუხ. 6 (1) 

ვ) gdpr). 

 

კანონიერი ინტერესებია: ავტომობილის სისტემის ota განახლებების მეტი ეფექტურობა და მოხერხებულობა, 

ასევე, იმის უზრუნველყოფა, რომ ავტომობილის სისტემის ota განახლებები აკმაყოფილებდეს ტექნიკურ 

მოთხოვნებს და სტანდარტებს, განსაკუთრებით, კიბერუსაფრთხოებასთან და სისტემის სტაბილურობასთან 

დაკავშირებით. 

 

მონაცემების დამუშავება kia eu-სთვის აუცილებელია კანონიერი ვალდებულების შესასრულებლად (მუხ. 6 (1) c) 

gdpr) და kia eu-ს და kia-ს ჯგუფის სხვა წევრების მიერ კანონიერი ინტერესების მიზნებისთვის (მუხ. 6 (1) ვ) 

gdpr). 
 

კანონიერი ინტერესებია: kia eu-ს და kia-ს ჯგუფის სხვა წევრების სამართლებრივი ვალდებულებების 

შესრულების უზრუნველყოფა, kia-ს, როგორც kia-ს ჯგუფის წევრის მიერ მომხმარებლებისთვის კარგი და 

შესაბამისი სერვისების მიწოდება, რაც ავტომობილის სისტემის ota განახლებებს უფრო ეფექტურს და 

მოსახერხებელს გახდის, გლობალურ დონეზე ავტომობილის სისტემის ota განახლებების გაშვების მონიტორინგი 

და მართვა, ავტომობილის სისტემის ota განახლებების ტექნიკურ მოთხოვნებსა და სტანდარტებს შესაბამისობის 

მიზნით, კერძოდ, კიბერუსაფრთხოებასა და სისტემის სტაბილურობასთან დაკავშირებით. 

 

7.5. Kia Connect-ის დიაგნოსტიკა 

 

თქვენი kia-ს ავტომობილის ტიპის ან მოდელის გაუმართაობის შემთხვევაში, ჩვენ შეგვიძლია დავეხმაროთ 

მანქანის მწარმოებელს პრობლემის გადაჭრაში, ზოგადად, დისტანციური დიაგნოსტიკის გზით. ამ მიზნით, ჩვენ 

შევაგროვებთ უწესივრობის სადიაგნოსტიკო კოდს და შესაბამის ანონიმურ მონაცემებს გადავცემთა 

ავტომობილის მწარმოებელს ანალიზისთვის. 

 

შესაბამისი პერსონალური მონაცემები: ავტომობილის მონაცემები, ტექნიკური მონაცემები. 

 

სამართლებრივი საფუძველი: მონაცემების დამუშავება აუცილებელია არა მხოლოდ ჩვენი, არამედ kia-ს 

მომხმარებლებისა და kia-ს ავტომობილის მწარმოებლების კანონიერი ინტერესების მიზნებისათვის (მუხ. 6 (1) ვ) 

gdpr). კანონიერი ინტერესებია: ტექნიკური პრობლემების აღმოფხვრა kia-ს გარკვეული ტიპის ავტომობილებთან 

ან ავტომობილების მოდელებთან დაკავშირებით. 



 

 

 

7.6. განახლებები 

 
 

7.6.1. ზოგადი 

 

ჩვენ გთავაზობთ განახლებებს, რომელთა შეძენაც შესაძლებელია kia connect store-ში. თავად განახლებები არ 

მოითხოვს პერსონალური მონაცემების დამუშავებას, გარდა იმ შემთხვევისა, როდესაც შესაბამისი განახლება 

მოიცავს ან ეხება ზემოთ მითითებულ დაკავშირებულ სერვისს. ამ შემთხვევაში, ჩვენ მიერ თქვენი პერსონალური 

მონაცემების დამუშავების შესახებ ინფორმაციისთვის იხილეთ შესაბამისი პუნქტები, ზემოთ. 

 

7.6.2. სხვა მომხმარებლების ინფორმირება განახლებების შესახებ  

 

თუ თქვენი ავტომობილი დაკავშირებულია სხვა მომხმარებლების ანგარიშებთან, პირველ („მთავარი 

მომხმარებელი“) და ნებისმიერ შემდგომ მომხმარებელს („გაზიარებული მომხმარებლები“), ვინც ავტომობილი 

დაუკავშირა თავის ანგარიშს, ელფოსტით შევატყობინებთ სხვა გაზიარებული მომხმარებლის მიერ განახლების 

შეძენისა და შესაბამისი განახლების აქტივაციისა და დეაქტივაციის შესახებ (ასეთის არსებობის შემთხვევაში). 

 

შესაბამისი პერსონალური მონაცემები: პირადი მონაცემები, საკონტაქტო მონაცემები, მანქანის მონაცემები, 

ფსევდონიმიზებული იდენტიფიკატორები, ტექნიკური მონაცემები, შესყიდვის მონაცემები. 

 

სამართლებრივი საფუძველი: მონაცემების დამუშავება აუცილებელია ჩვენთან დადებული ხელშეკრულების 

შესასრულებლად (მუხ. 6 (1) ბ) gdpr). 

 
7.7. Kia Connect Store: შეძენისა და გადახდის პროცესი 

 

შეგიძლიათ, აირჩიოთ განახლებები ან/და ცალკეული დაკავშირებული სერვისები და შეიძინოთ ან/და 

გაააქტიუროთ ისინი kia connect store-ში. kia connect store-თან დაკავშირებით თქვენი პერსონალური 

მონაცემების დამუშავების და შეძენის პროცესის შესახებ დეტალები მოცემულია kia connect store-ის 

კონფიდენციალურობის შეტყობინებაში, რომელიც ხელმისაწვდომია kia connect store-ში და ასევე 

ხელმისაწვდომია ბმულზე: https://connect.kia.com/eu/downloads. 

 

დეტალები გადახდის პროცესთან დაკავშირებით თქვენი პერსონალური მონაცემების დამუშავების შესახებ 

მოცემულია kia pay-ის კონფიდენციალურობის შეტყობინებაში, რომელიც ხელმისაწვდომი იქნება თქვენთვის, 

ვიდრე kia connect store-ში გადაიხდით შესაბამისი განახლების ან დაკავშირებული სერვისისთვის. დეტალები 

ასევე ხელმისაწვდომია ბმულზე: https://connect.kia.com/eu/downloads. 

 

7.8. დამუშავების სხვა აქტივობები 

 
 

7.8.1. კომუნიკაცია 

 

ჩვენ ვამუშავებთ თქვენს პერსონალურ მონაცემებს თქვენთან კომუნიკაციისთვის რამდენიმე საკომუნიკაციო 

არხის მეშვეობით (მაგ.: ელ-ფოსტა, ტელეფონი, აპლიკაციაში ან push-შეტყობინებები, ან თქვენი ავტომობილის 

მთავარი მოწყობილობის საშუალებით, როგორიცაა შეტყობინებების ცენტრი ან საინფორმაციო-გასართობი 

სისტემა) დაკავშირებულ სერვისებთან მიმართებაში (მაგ.: მომხმარებლის მხარდაჭერის უზრუნველსაყოფად, 

ტექნიკურ პრობლემების შესახებ ინფორმირებისთვის, სახელშეკრულებო ვალდებულებების შესასრულებლად, 

kia connect-ის გამოყენების პირობების ან kia connect-ის კონფიდენციალურობის შეტყობინებაში ცვლილებების 

შესახებ ინფორმირებისთვის). მარკეტინგულ აქტივობებთან დაკავშირებით კომუნიკაციის შესახებ 

ინფორმაციისთვის, იხილეთ პუნქტი 7.8.3. თქვენთან კომუნიკაციის შესახებ ინფორმაციისთვის, რომელიც ეხება 

ავტომობილისთვის შეძენილ განახლებებს, იხილეთ პუნქტში 7.6.2 

 

შესაბამისი პერსონალური მონაცემები: პირადი დეტალები, საკონტაქტო დეტალები, საკონტრაქტო მონაცემები, 

საკომუნიკაციო მონაცემები, ავტომობილის მონაცემები, ფსევდონიმიზებული იდენტიფიკატორები, ტექნიკური 

მონაცემები. 



 

 

 

სამართლებრივი საფუძველი: მონაცემების დამუშავება აუცილებელია ჩვენთან დადებული ხელშეკრულების 

შესასრულებლად (მუხ. 6 (1) ბ) gdpr), ან ჩვენი კანონიერი ინტერესების მიზნებისათვის (მუხ. 6 (1) ვ) gdpr). ჩვენი 

კანონიერი ინტერესებია: ჩვენი მომხმარებლისთვის შესაძლო საუკეთესო სერვისის მიწოდება და ჩვენი 

მომხმარებლების მოთხოვნებზე სათანადო რეაგირება და მათი დამუშავება. 

 

7.8.2. ტექნიკური მხარდაჭერა 

 

თქვენს ავტომობილთან და დაკავშირებულ სერვისებთან მიმართებით ტექნიკური პრობლემის აღმოჩენის 

შემთხვევაში, შეიძლება დაგვჭირდეს თქვენი ავტომობილიდან ინფორმაციის გამოტანა ასეთი ინფორმაციის 

გაანალიზებისა და აღმოჩენილი პრობლემის გადაჭრის მიზნით. 

 

თქვენი წინასწარი თანხმობის შემთხვევაში, ჩვენ შევაგროვებთ და დავამუშავებთ თქვენი ავტომობილის მთავარი 

მოწყობილობის ჩანაწერების ფაილს, რომელიც შეიცავს პერსონალური მონაცემების გარკვეულ კატეგორიებს. 

გაითვალისწინეთ, რომ თანხმობაზე უარის თქმამ ან გაუქმებამ შეიძლება ხელი შეგვიშალოს თქვენი 

ავტომობილისა და დაკავშირებული სერვისების აღმოჩენილი პრობლემის ანალიზის განხორციელებასა თუ 

დასრულებაში. 

 

შესაბამისი პერსონალური მონაცემები: თანხმობის ჩანაწერები, ავტომობილის მონაცემები, ავტომობილის 

მდგომარეობის შესახებ ინფორმაცია, მდებარეობისა და მოძრაობის მონაცემები, გამოყენებაზე დაფუძნებული 

მონაცემები, ტექნიკური მონაცემები. 

 

სამართლებრივი საფუძველი: მონაცემების დამუშავება ეფუძნება თქვენს წინასწარ თანხმობას (მუხ. 6 (1) ა) gdpr). 

თქვენი თანხმობა ნებაყოფლობითია და მისი გაუქმება ნებისმიერ დროს შეგიძლიათ. თქვენი თანხმობის 

გაუქმება გავლენას არ მოახდენს ამგვარი თანხმობის (რომელიც გაუქმებამდე გაიცა) საფუძველზე დამუშავების 

კანონიერებაზე. 

 

7.8.3. პირდაპირი მარკეტინგი 

 

ჩვენ ვამუშავებთ შესაბამის პერსონალურ მონაცემებს თქვენთან კომუნიკაციისთვის ელ-ფოსტით, ტექსტური 

შეტყობინებებით ან kia app-ში შეტყობინებებით, თქვენი ავტომობილის მთავარი მოწყობილობის საშუალებით ან 

სხვა საკომუნიკაციო ფორმატში, დაკავშირებული სერვისების, ჩვენი პროდუქტებისა და სერვისების ან kia-ს 

ჯგუფის სხვა წევრების პროდუქტებისა და სერვისების სარეკლამო ინფორმაციის მოსაწოდებლად, ან რათა 

გთხოვოთ, მონაწილეობა მიიღოთ გამოკითხვებში ან გაგვიზიაროთ უკუკავშირი, რაც, როგორც წესი, თქვენი 

წინასწარი თანხმობის საგანს წარმოადგენს, მოქმედი კანონმდებლობის მოთხოვნის შესაბამის ფარგლებში. 

 

შეგიძლიათ, დაეთანხმოთ kia app-ის თანხმობის სიაში შესაბამისი თანხმობის ღილაკის გააქტიურებით ან სხვა 

საშუალებებით (ასეთის არსებობის შემთხვევაში). თქვენი თანხმობა ნებაყოფლობითია და მისი გაუქმება 

შესაძლებელია ნებისმიერ დროს (მაგ.: შესაბამისი თანხმობის ღილაკის გამორთვა kia app-ის თანხმობის სიაში). 

 

ასევე, შეგიძლიათ ნებისმიერ დროს გააუქმოთ ჩვენი სარეკლამო ელ-ფოსტის გამოწერა გაუქმების ბმულზე 

დაწკაპუნებით, რომელსაც ჩვენ მიერ გამოგზავნილი თითოეული სარეკლამო ელ-ფოსტა შეიცავს. თქვენი 

თანხმობის გაუქმება გავლენას არ მოახდენს ამგვარი თანხმობის (რომელიც მის გაუქმებამდე გაიცა) საფუძველზე 

დამუშავების კანონიერებაზე. 

 

თუ გაგვიზიარებთ თქვენი ელფოსტის მისამართს დაკავშირებულ სერვისებზე დარეგისტრირებისას, ჩვენ 

შეიძლება გამოგიგზავნოთ ინფორმაცია მსგავსი სერვისების ან პროდუქტების შესახებ შესაბამის ელფოსტის 

მისამართზე, თქვენი წინასწარი კონკრეტული თანხმობისა და სერვისის მიღებაზე უარის თქმის უფლების 

დარღვევის გარეშე, 12 პუნქტის შესაბამისად.  

 

ეს განპირობებულია იმით, რომ თქვენგან, როგორც არსებული მომხმარებლისგან, ასეთ შემთხვევებში, 

კონკრეტული თანხმობა არ არის საჭირო. იგივე ეხება მსგავსი ინფორმაციის თქვენთან გამოგზავნას 

შეტყობინებების სახით, kia app-ის საფოსტო ყუთში. თუმცა, თქვენ გაქვთ უფლება, ნებისმიერ დროს თქვათ 

უარი მარკეტინგული ელ-ფოსტის მიღებაზე, დამატებითი ხარჯების გარეშე (გარდა გადაცემის ხარჯებისა, 

ძირითადი ტარიფების მიხედვით) (მაგ.: kia app-ის „სერვისთან დაკავშირებული რეკლამის“ სიაში შესაბამისი 

ღილაკების გამორთვით). 



 

 

 

ასევე შეგიძლიათ, ნებისმიერ დროს გააუქმოთ ჩვენი სარეკლამო ელფოსტის გამოწერა გაუქმების იმ ბმულზე 

დაწკაპუნებით, რომელსაც ჩვენ მიერ გამოგზავნილი თითოეული სარეკლამო ელფოსტა შეიცავს. თქვენ ასევე 

გაქვთ უფლება, უარი თქვათ პირდაპირი მარკეტინგული მიზნებისთვის თქვენი პერსონალური მონაცემების 

დამუშავებაზე (დამატებითი დეტალებისთვის იხ. პუნქტი 12). 

 

kia app-ის თანხმობების სიის მეშვეობით ჩვენ ასევე შეიძლება, თანხმობა მივიღოთ თქვენგან ევროპაში kia-ს 

შვილობილი ორგანიზაციის სახელით, დაგიკავშირდეთ მათი პირდაპირი მარკეტინგული მიზნებისთვის. ამ 

შემთხვევაში ჩვენ ვაცნობებთ kia-ს შესაბამის სამართლებრივ ერთეულს თქვენი თანხმობის შესახებ და 

გავუზიარებთ თქვენს შესაბამის საკონტაქტო ინფორმაციას. 

 

kia-ს შესაბამისი სამართლებრივი ერთეულის პირდაპირ მარკეტინგულ აქტივობებთან დაკავშირებით ასეთი 

თანხმობის საფუძველზე, kia-ს შესაბამისი ერთეული მოქმედებს, როგორც მაკონტროლებელი და 

პასუხისმგებელია თქვენი პერსონალური მონაცემების დამუშავებაზე ასეთ აქტივობებთან დაკავშირებით. 

 

თუ გსურთ თანხმობის გაუქმება, რომელიც თქვენგან kia-ს შესაბამისი სამართლებრივი ერთეულის სახელით 

მივიღეთ, kia app-ში თანხმობის შესაბამისი ღილაკის დეაქტივაციის გარდა, თანხმობის გასაუქმებლად, ასევე, 

შეგიძლიათ უშუალოდ დაუკავშირდეთ kia-ს შესაბამის ერთეულს. 

 

შესაბამისი პერსონალური მონაცემები: პერსონალური დეტალები, საკონტაქტო დეტალები, თანხმობის 

ჩანაწერები, ავტომობილის მონაცემები, ფსევდონიმიზებული იდენტიფიკატორები და ტექნიკური მონაცემები. 

 

სამართლებრივი საფუძველი: მონაცემების დამუშავება ეფუძნება თქვენს წინასწარ თანხმობას (მუხლი 6 (1) ა) 

gdpr, მოქმედ ადგილობრივ კანონებთან ერთად მარკეტინგული საქმიანობის შესახებ (მაგ.: გერმანიის 

არაკეთილსინდისიერი კონკურენციის კანონის ("uwg") პუნქტი 7 (2) no2); ან როდესაც ეს აუცილებელია ჩვენ 

მიერ განხორციელებული კანონიერი ინტერესების მიზნებისათვის (მუხ. 6 (1) ვ) gdpr, მოქმედ ადგილობრივ 

კანონებთან ერთად მარკეტინგული საქმიანობის შესახებ (მაგ.: გერმანიაში, პუნქტი 7 (3) uwg)). ჩვენი კანონიერი 

ინტერესებია: ჩვენი სერვისებისა და პროდუქტების პოპულარიზაცია. 

 
თქვენი თანხმობა ნებაყოფლობითია და მისი გაუქმება ნებისმიერ დროს შეგიძლიათ. თქვენი თანხმობის 

გაუქმება, ამგვარი თანხმობის (რომელიც გაუქმებამდე გაიცა) საფუძველზე დამუშავების კანონიერებაზე 

გავლენას არ მოახდენს. 

 

7.8.4. უკუკავშირი და გამოკითხვები: დროდადრო, ჩვენ შეიძლება შემოგთავაზოთ, რომ მოგვაწოდოთ თქვენი 

უკუკავშირი ან/და მონაწილეობა მიიღოთ ჩვენთან და ჩვენს სერვისებთან დაკავშირებულ გამოკითხვებში, მათ 

შორის, მხარდაჭერის სერვისებში (თქვენთან კომუნიკაციის შესახებ დეტალებისთვის, იხილეთ პუნქტი 7.8.1). 

 
თუ მოგვაწვდით თქვენს უკუკავშირს ან მონაწილეობას მიიღებთ ჩვენს გამოკითხვებში, ჩვენ შეიძლება 

დავამუშაოთ შესაბამისი პერსონალური მონაცემები უკუკავშირის დამუშავებისა და შეფასების, ან გამოკითხვის 

ჩატარების, დამუშავებისა და შეფასების მიზნით. ეს იმისთვის კეთდება, რომ გავაუმჯობესოთ ჩვენი სერვისები 

და ისინი მომხმარებელთა საჭიროებებს მოვარგოთ. 

 

ზოგიერთ შემთხვევაში ჩვენ შეიძლება გამოკითხვები ჩავატაროთ salesforce marketing cloud-ის პლატფორმის 

გამოყენებით, რომელიც მოწოდებულია კომპანია salesforce.com germany gmbh-ის მიერ, ან გამოვიყენოთ 

ონლაინ კვლევის ინსტრუმენტი surveymonkey, რომელიც კომპანია momentive europe uc-ის („momentive“) მიერ 

არის მოწოდებული (ამ პროვაიდერების შესახებ მეტი ინფორმაციისთვის იხ. პუნქტი 8). 

 

surveymonkey-ზე ჩატარებულ გამოკითხვებში მონაწილეობის მისაღებად შესაძლოა დაგჭირდეთ ბმულზე 

დაწკაპუნება, რომელიც გამოკითხვაში მონაწილეობის მოწვევაში იქნება მოცემული. ბმულზე დაწკაპუნების 

შემდეგ, თქვენ გადახვალთ momentive-ის ვებსაიტზე, სადაც ტარდება გამოკითხვა. 

 

momentive ჩვენი სახელით და ჩვენი მიზნებისთვის დაამუშავებს გამოკითხვასთან დაკავშირებულ ინფორმაციას. 

გარდა ამისა, momentive-ს შეუძლია: (i) შეაგროვოს და დაამუშაოს ინფორმაცია თქვენი მოწყობილობისა და სხვა 

ტექნიკური მონაცემების შესახებ, რათა თავიდან აიცილოს მრავალჯერადი მონაწილეობა; და (ii) გამოიყენოს 

ქუქი-ფაილები იმის ამოსაცნობად, უკვე ეწვია თუ არა მონაწილე გამოკითხვის ბმულს და ხელახლა მიაკუთვნოს 

პასუხები, რომლებიც შესაბამისმა მონაწილემ უკვე გასცა. 



 

 

 

კომპანია momentive-ის მიერ პერსონალური მონაცემების დამუშავების შესახებ დამატებითი ინფორმაცია 

ხელმისაწვდომია ბმულზე https://www.surveymonkey.com/mp/legal/privacy/. 

 

შესაბამისი პერსონალური მონაცემები: პირადი მონაცემები, ტექნიკური მონაცემები, შეხედულებები და 

მოსაზრებები. 

 

სამართლებრივი საფუძველი: მონაცემების დამუშავება აუცილებელია ჩვენი კანონიერი ინტერესების 

მიზნებისათვის (მუხლი 6 (1) ვ) gdpr). ჩვენი კანონიერი ინტერესებია: ჩვენი სერვისების გაუმჯობესება. 

 
7.8.5. მარშრუტით კმაყოფილება 

 

დროდადრო შეიძლება გთხოვოთ თქვენი მანქანის მთავარი მოწყობილობის მეშვეობით (საინფორმაციო-

გასართობ სისტემაში) უკუკავშირის გამოგზავნა, რათა შევაფასოთ თქვენი კმაყოფილების დონე მარშრუტის 

შესახებ ჩვენი რეკომენდაციებისა და მდებარეობის შესახებ ინფორმაციის საფუძველზე. 

 

შესაბამისი პერსონალური მონაცემები: ავტომობილის მონაცემები, ფსევდონიმიზებული იდენტიფიკატორები, 

მდებარეობისა და მოძრაობის მონაცემები, ტექნიკური მონაცემები, თვალსაზრისი და შეხედულებები. 

 

სამართლებრივი საფუძველი: მონაცემების დამუშავება აუცილებელია ჩვენი კანონიერი ინტერესების 

მიზნებისათვის (მუხლი 6 (1) ვ) gdpr), . ჩვენი კანონიერი ინტერესებია: ჩვენი სერვისების გაუმჯობესება. 

 

7.8.6. გაუმჯობესებული POI სერვისი 

 
შესაბამის ავტომობილებზე, მოწოდებული მონაცემების საფუძველზე, გაუმჯობესდება სერვისი „ინტერესის 

პუნქტი (poi) live რეჟიმში და poi-ს ონლაინ ძიება“ (იხ. პუნქტი 7.2.2) ჩვენი პარტნიორის, 4.screen-ის მიერ (იხ. 

https://www.4screen.com/). 
 

ეს ნიშნავს, რომ poi live რეჟიმში შეიძლება შეიცავდეს მესამე მხარის დამატებით სარეკლამო კონტენტს. თქვენ 

მიიღებთ ინფორმაციას მაღაზიების ან რესტორნების შესახებ (როგორიცაა, მათი მდებარეობა) რუკაზე საფირმო 

სამაგრების (pins) ან რუკის საძიებო ფუნქციის მეშვეობით. თქვენ, ასევე, მიიღებთ სპეციალურ ფასდაკლებებსა 

და შეთავაზებებს თქვენი ავტომობილის სიახლოვეს არსებული მაღაზიებიდან და რესტორნებიდან. 
 

ამ ფუნქციისა და შესაბამისი ინფორმაციის მოსაწოდებლად შეიძლება, საჭირო გახდეს 4.screen-ზე შემდეგი 

მონაცემების გადაგზავნა: ძიების მიახლოებითი ზონა, ძიების პირობები, ძიების (poi) კატეგორია, მოწყობილობის 

id, მოწყობილობის სავარაუდო მდებარეობა, მთავარი მოწყობილობის ენა და თაობა, ავტომობილის ბრენდი, 

ძრავის ტიპი (მაგ.: ev თუ ბენზინი), ავტომობილის კლასი (მაგ.: მცირე ზომის ან suv), ავტომობილის წარმოების 

წელი და ავტომობილის წარმოების ქვეყანა.  

 

გარდა ამისა, შესაბამისი ინფორმაციის და შეთავაზებების მიწოდების შედეგად შეიქმნება შეთავაზების 

უნიკალური id. შეთავაზების ეს id ასევე გადაეცემა 4.screen-ს აქტივობის (მაგ.: ნაჩვენებია, დაწკაპუნებულია, 

ნავიგაცია დაწყებულია) და ეკრანის ტიპთან (მაგ.: მთავარი მოწყობილობა, აპლიკაცია), ასევე, დროის 

ნიშნულთან ერთად, როდესაც შეთავაზება გაკეთდა. თუ შეთავაზებები და ინფორმაცია push-შეტყობინებების 

სახით ავტომობილიდან პირდაპირ kia app-ში იგზავნება, ჩვენ თქვენი მომხმარებლის პროფილის id-საც 

დავამუშავებთ. 

 

შესაბამისი პერსონალური მონაცემები: ავტომობილის მონაცემები, ფსევდონიმიზებული იდენტიფიკატორები, 

მდებარეობისა და მოძრაობის მონაცემები, გამოყენებაზე დაფუძნებული მონაცემები, ტექნიკური მონაცემები. 

 
სამართლებრივი საფუძველი: მონაცემების დამუშავება აუცილებელია ჩვენთან დადებული ხელშეკრულების 

შესასრულებლად (მუხლი 6(1) ბ) gdpr). 

 

7.8.7. მონაცემებზე წვდომა ევროკავშირის მონაცემთა აქტის შესაბამისად 

 

ევროკავშირის (eu) 2023/2854 რეგულაციის („მონაცემთა აქტი“) შესაბამისად, თქვენ შეიძლება გქონდეთ 



 

 

გარკვეული უფლებები ჩვენი დაკავშირებული სერვისებთან ან/და ავტომობილის გამოყენებისას წარმოებულ 

მონაცემებთან დაკავშირებით.  

 

როდესაც ახორციელებთ თქვენს უფლებებს მონაცემთა აქტის შესაბამისად, ჩვენ ვამუშავებთ შესაბამის 

პერსონალურ მონაცემებს მოქმედი კანონმდებლობის დაცვის მიზნით.  

 

კერძოდ, როდესაც მოითხოვთ წვდომას მონაცემთა აქტის შესაბამისად, შესაძლოა დაგვჭირდეს დამატებითი 

ინფორმაცია თქვენი ვინაობის, მოთხოვნის კანონიერებისა და მონაცემებზე წვდომის უფლებამოსილების 

დასადასტურებლად (მაგ.: საკუთრების დამადასტურებელი დოკუმენტი; იჯარის დამადასტურებელი 

დოკუმენტი; ნებისმიერი სხვა საკუთრების დამადასტურებელი დოკუმენტი, რომელიც ავტომობილის დროებით 

გამოყენების უფლებას იძლევა; სერვისებით სარგებლობის უფლების დამადასტურებელი დოკუმენტი; 

ინფორმაცია სამართლებრივი საფუძვლის შესახებ იმ შემთხვევაში, თუ შესაბამისი მონაცემები სხვა პირებს 

ეხება). 
 

ზოგიერთ შემთხვევაში, თქვენი მოთხოვნის განსახილველად, მონაცემთა აქტის შესაბამისად, შეიძლება საჭირო 

გახდეს შესაბამისი პერსონალური მონაცემების kia ჯგუფის სხვა წევრებისთვის გამჟღავნება. 

 

შესაბამისი პერსონალური მონაცემები: პირადი მონაცემები, საკონტაქტო მონაცემები, დადასტურების 

მონაცემები. 

 
სამართლებრივი საფუძველი: მონაცემების დამუშავება აუცილებელია: (i) იმ სამართლებრივი ვალდებულების 

შესასრულებლად, რომელსაც ჩვენ ვექვემდებარებით (მუხლი 6 (1) გ) gdpr); ან (ii) ჩვენი კანონიერი ინტერესების 

მიზნებისათვის (მუხლი 6 (1) ვ) gdpr). ჩვენი კანონიერი ინტერესებია: მოქმედი სამართლებრივი 

ვალდებულებების შესრულების უზრუნველყოფა. 

 

7.8.8. ბიზნეს პროცესების წარმართვა 

 

ჩვენ შეიძლება დავამუშაოთ შესაბამისი პერსონალური მონაცემები შიდა მართვისა და ადმინისტრირების 

მიზნით, მათ შორის, ჩანაწერების მართვის და სხვა შიდა პროტოკოლების წარმოებისთვის. ზოგიერთ 

შემთხვევაში, ჩვენ შეიძლება მოგვიწიოს შესაბამისი პერსონალური მონაცემების kia-ს ჯგუფის სხვა წევრებისთვის 

გამჟღავნება. 

 

სამართლებრივი საფუძველი: მონაცემების დამუშავება აუცილებელია ჩვენი კანონიერი ინტერესების 

მიზნებისათვის (მუხლი 6 (1) ვ) gdpr). ჩვენი კანონიერი ინტერესებია: ჩვენი ბიზნეს პროცესების სათანადო და 

ეფექტური ფუნქციონირების უზრუნველყოფა. 

 

7.8.9. სამართლებრივი შესაბამისობა 
 

ჩვენ შეიძლება დავამუშაოთ შესაბამისი პერსონალური მონაცემები მოქმედ კანონებთან, დირექტივებთან, 

რეკომენდაციების და მარეგულირებელი ორგანოების მოთხოვნებთან შესაბამისობის მიზნით (მაგ.: მოთხოვნები 

პერსონალური მონაცემების სასამართლოსთვის ან მარეგულირებელი ორგანოსთვის, მათ შორის, პოლიციისთვის 

გამჟღავნების შესახებ). 

 

სამართლებრივი საფუძველი: მონაცემების დამუშავება აუცილებელია: (i) იმ სამართლებრივი ვალდებულების 

შესასრულებლად, რომელსაც ჩვენ ვექვემდებარებით (მუხლი 6(1) გ) gdpr); ან (ii) ჩვენი კანონიერი ინტერესების 

მიზნებისათვის (მუხლი 6 (1) ვ) gdpr). ჩვენი კანონიერი ინტერესებია: მოქმედი სამართლებრივი 

ვალდებულებების შესრულების უზრუნველყოფა. 

 

7.8.10. სასამართლო სამართალწარმოება და გამოძიებები 

 

ჩვენ შეიძლება დავამუშაოთ შესაბამისი პერსონალური მონაცემები ჩვენი უფლებებისა და ინტერესების 

შეფასების, აღსრულების და დაცვის მიზნით. 

 

სამართლებრივი საფუძველი: მონაცემების დამუშავება აუცილებელია ჩვენი კანონიერი ინტერესების 

მიზნებისათვის (მუხლი 6 (1) ვ) gdpr). ჩვენი კანონიერი ინტერესებია: ჩვენი ინტერესებისა და უფლებების დაცვა 

და განხორციელება. 



 

 

 

8. მიმღებები ან მიმღებთა კატეგორიები 

 

ჩვენ გავუმჟღავნებთ შესაბამის პერსონალურ მონაცემებს kia-ს ჯგუფის სხვა ერთეულებს, კანონიერი ბიზნეს 

პროცესების მიზნებისა და დაკავშირებული სერვისების ფუნქციონირებისთვის, მოქმედი კანონების შესაბამისად. 

 

ჩვენ ასევე გავუმჟღავნებთ პერსონალურ მონაცემებს kia-ს ჯგუფის სხვა ერთეულებს იმ შემთხვევებში, როდესაც 

თქვენგან ვიღებთ წინასწარ კონკრეტულ თანხმობას გამჟღავნებაზე. გარდა ამისა, ჩვენ ვუმჟღავნებთ შესაბამის 

პერსონალურ მონაცემებს: 

– თქვენ და, საჭიროების შემთხვევაში, თქვენს უფლებამოსილ წარმომადგენლებს; 

– სამართლებრივ და მარეგულირებელ ორგანოებს, მათი მოთხოვნის საფუძველზე, ან მოქმედი 

კანონმდებლობის ან რეგულაციების ნებისმიერი ფაქტობრივი ან სავარაუდო დარღვევის შესახებ შეტყობინების 

მიზნით;  

– ბუღალტრებს, აუდიტორებს, კონსულტანტებს, იურისტებს და ჩვენს სხვა გარე პროფესიონალ 

მრჩევლებს, ხელშეკრულებით გათვალისწინებული ან სამართლებრივი ვალდებულებების საფუძველზე;  

– მესამე მხარის დამმუშავებელ ერთეულებს, როგორებიცაა 

1. დაკავშირებული სერვისების შესაბამისი ტექნიკური ინფრასტრუქტურისა და ტექნიკური მომსახურების 

სერვისის მიმწოდებელი: hyundai autoever europe gmbh, kaiserleistraße 8a, 63067 offenbach am main, გერმანია. 

2. ჩვენი მომხმარებლის მონაცემთა მართვის პლატფორმებისა და დაკავშირებული ავტომობილების 

მონაცემთა მართვის პლატფორმების სერვისების მიმწოდებლები: salesforce.com germany gmbh, erika-mann-

strasse 31-37, 80636 munich, germany და amazon web services emea sarl, 38 avenue, john. f. kennedy, l-1855, 

luxembourg, რომელთა სერვერები მდებარეობს ევროკავშირში/eea-ში. 

3. სერვისის მიმწოდებელი კომპანია hyundai autoever corp.-ს, 510, teheran-ro, gangnam-gu, seoul, კორეის 

რესპუბლიკა, რომელიც უზრუნველყოფს უსაფრთხოების მოვლენების ანალიზსა და მართვაში დახმარებას; 

4. სერვისის მიმწოდებელი კომპანია momentive europe uc-ს, second floor, 2 shelbourne buildings, 

shelbourne road, dublin 4, ირლანდია, რომელიც გამოკითხვების ჩატარებისა და შეფასების მიზნით, ონლაინ 

კვლევის ინსტრუმენტს surveymonkey და მასთან დაკავშირებულ სერვისებს გვთავაზობს; 

5. სერვისის მიმწოდებელი კომპანია cerence b.v.-ს, cbs weg 11, 6412ex heerlen, ნიდერლანდები, რომელიც 

ონლაინ ხმის ამოცნობის სერვისთან დაკავშირებულ სერვისებს უზრუნველყოფს; 

6. სერვისის მიმწოდებელი კომპანია lexisnexis risk solutions (europe) limited-ს, riverside one, sir john 

rogerson's quay, dublin 2 d02 x576, ირლანდია, რომელიც გვეხმარება მართვის უსაფრთხოების შეფასების 

სერვისთან დაკავშირებული შესაბამისი მონაცემების ანალიზში; 

7. ჩვენს შვილობილი კომპანიები ევროკავშირში/eea-ში, რომლებიც მომხმარებელთა მხარდაჭერასთან 

დაკავშირებულ სერვისებს, მათ შორის, ქოლ-ცენტრების სერვისებს უზრუნველყოფს. 

8. სერვისის მიმწოდებლები: tomtom global content b.v.-სა და here europe b.v.-ს, რომლებიც რუკასთან 

დაკავშირებულ სერვისებს უზრუნველყოფენ. 

9. kia corporation უსაფრთხოების მოვლენების შესახებ მონაცემების დამუშავებასთან დაკავშირებით kia-ს 

ავტომობილების შესაბამისი კიბერუსაფრთხოების სტანდარტების მართვისა და მონიტორინგის მიზნით 

(იხილეთ სექცია 7.3). 

– მესამე მხარე მაკონტროლებლებს, როგორებიცაა 

– kia-ს ჯგუფის კომპანიები და kia-ს დისტრიბუტორები, როგორც დამოუკიდებელი მაკონტროლებლები 

(შდრ. პუნქტი 7.1.6); 

– vodafone ჯგუფის გარკვეულ წევრები (კერძოდ, vodafone gmbh, ferdinand-braun-platz 1, 40549 

düsseldorf, გერმანია, და vodafone global enterprise ltd, vodafone house, the connection, newbury, rg14 2fn, 

გაერთიანებული სამეფო), რომლებიც უზრუნველყოფენ შესაბამის სატელეკომუნიკაციო მომსახურებას 

დამოუკიდებელი მაკონტროლებლების სახით (იხ. პუნქტი 7.2.6); 

– kia eu, როგორც ერთობლივი მაკონტროლებელი ჩვენთან ერთად, ავტომობილის სისტემის ota 

განახლებების მიწოდებასთან დაკავშირებით (იხ. პუნქტი 7.4.2); 

– ნებისმიერ შესაბამის მხარეს, მარეგულირებელ ორგანოს, ხელისუფლების ორგანოს, სამართალდამცავ 

ორგანოს ან სასამართლოს იმ მოცულობით, რაც კანონიერი მოთხოვნის დადგენის, განხორციელების ან 

დაცვისთვის არის აუცილებელი;  

– ნებისმიერ შესაბამის მხარეს, მარეგულირებელ ორგანოს, ხელისუფლების ორგანოს, სამართალდამცავ 

ორგანოს ან სასამართლოს სისხლის სამართლის დანაშაულების პრევენციის, გამოძიების, გამოვლენის და დევნის 

ან სისხლის სამართლით გათვალისწინებული სასჯელის აღსრულების მიზნით; და 



 

 

– ნებისმიერ მესამე მხარის უფლების მიმღებ(ებ)ს ან სამართალმემკვიდრე(ებ)ს იმ შემთხვევაში, თუ ჩვენ 

ჩვენი ბიზნესის ან აქტივების ყველა ან რომელიმე ნაწილს გავყიდით ან გადავცემთ (მათ შორის, 

რეორგანიზაციის, დაშლის, ან ლიკვიდაციის შემთხვევაში). 

 
გარდა ამისა, ჩვენ გავუმჟღავნებთ შესაბამის პერსონალურ მონაცემებს სხვა მესამე მხარის ორგანიზაციებს 

(კერძოდ, kia-ს დილერებს და სახელოსნოებს, kia charge სერვისის მიმწოდებელს (მაგ.: კომპანია digital charging 

solutions gmbh), სადაზღვევო კომპანიებს, სალიზინგო კომპანიებს, ფინანსური სერვისების მიმწოდებლებს, ავტო-

პარკის კომპანიებს, მონაცემთა აგრეგატორებს); თუმცა, ასეთ მესამე მხარეებს თქვენს პერსონალურ მონაცემებს 

გავუზიარებთ მხოლოდ იმ შემთხვევაში, თუ: (i) ასეთ გამჟღავნებაზე თანხმობა წინასწარ გექნებათ მიცემული 

(მუხ. 6 (1) ა) gdpr), (ii) ასეთი გამჟღავნება აუცილებელია ჩვენი ხელშეკრულების ან შესაბამისი მესამე მხარის 

მიერ თქვენთან დადებული ხელშეკრულების შესრულებისთვის (მუხ. 6 (1) ბ) gdpr), ან (iii) მონაცემების 

გაზიარება აუცილებელია შესაბამისი მესამე მხარის კანონიერი ინტერესის მიზნებისთვის, თუკი ასეთი 

კანონიერი ინტერესი, თქვენს ინტერესებს, ძირითად უფლებებს ან თავისუფლებებს არ ეწინააღმდეგება (მუხ. 6 

(1) ვ) gdpr). 

 

თუ თქვენი პერსონალური მონაცემების დამუშავებაში ჩავრთავთ მესამე-მხარე დამმუშავებელს, ამ უკანასკნელზე 

ხელშეკრულებით გათვალისწინებული ვალდებულებები გავრცელდება შემდეგნაირად: (i) პერსონალური 

მონაცემები დაამუშაოს მხოლოდ ჩვენი წინასწარი წერილობითი მითითებების შესაბამისად; და (ii) გამოიყენოს 

სათანადო ზომები პერსონალური მონაცემების კონფიდენციალურობის და უსაფრთხოების დაცვის მიზნით, 

მოქმედი კანონმდებლობით გათვალისწინებულ ნებისმიერ დამატებით მოთხოვნებთან ერთად. 

 

თუ ჩვენ ვართ ერთობლივი მაკონტროლებლები მესამე მხარესთან ერთად, მონაცემების დამუშავება 

დაექვემდებარება ჩვენსა და მესამე მხარეს შორის შესაბამის შეთანხმებას. 
 

9. პერსონალური მონაცემების საერთაშორისო გადაცემა 

 

ჩვენ ვართ საერთაშორისო კომპანიების ჯგუფის წევრი. აქედან გამომდინარე, პერსონალური მონაცემები 

შეიძლება kia ჯგუფს, ასევე სხვა მესამე მხარეებს გადავცეთ, როგორც ეს აღნიშნულია ზემოთ, პუნქტში 8. 

მონაცემების ზოგიერთი მიმღები შეიძლება მდებარეობდეს ან შესაბამის ოპერაციებს ახორციელებდეს თქვენი 

ქვეყნის და ევროკავშირის/ევროპის ეკონომიკური ზონის (eea) ფარგლებს გარეთ (მაგ.: კორეის რესპუბლიკაში, 

გაერთიანებულ სამეფოში ან აშშ-ში) („მესამე ქვეყანა“).  
 

ზოგიერთი მესამე ქვეყნისთვის (მაგ., კორეის რესპუბლიკა, დიდი ბრიტანეთი), რომელთა შორისაც ასევე არის 

აშშ, რამდენადაც მიმღები კომპანია აშშ-ში მონწილეობს ევროკავშირისა და აშშ-ის მონაცემთა 

კონფიდენციალურობის ჩარჩო პროგრამაში, ევროკომისიამ დაადგინა, რომ ისინი პერსონალური მონაცემების 

დაცვის ადეკვატურ დონეს უზრუნველყოფენ (იხ. https://www.dataprivacyframework.gov)(„ადეკვატური 

იურისდიქციები“). 

 

როდესაც პერსონალურ მონაცემებს გადავცემთ მიმღებს, რომელიც მდებარეობს მესამე ქვეყანაში, რომელიც არ 

არის განსაზღვრული, როგორც ადექვატური იურისდიქცია, ჩვენ (ან ჩვენი დამმუშავებლები ევროკავშირში/eea-

ში, რომლებიც სიტუაციის შესაბამისად, პერსონალურ მონაცემებს ასეთ მესამე ქვეყნებში არსებულ ქვე-

დამამუშავებლებს გადასცემენ) უზრუნველვყოფთ სათანადო დაცვას მიმღებთან მონაცემთა გადაცემის თაობაზე 

ხელშეკრულების გაფორმებით, რაც ევროკომისიის მიერ არის დამტკიცებული (სტანდარტული 

სახელშეკრულებო დებულებები), შესაბამისი გარანტიების ან მონაცემთა დაცვის ადეკვატური დონის 

შესაბამისად. 

 

დაცვის შესაბამისი ღონისძიებების ასლის გამოთხოვა შესაძლებელია ჩვენთან ან ჩვენი dpo-სგან (იხ. პუნქტები 3 

და 4). 

 

10. მონაცემების შენახვა 
 
 

10.1. ზოგადი 

 

ჩვენ ვინახავთ თქვენს პერსონალურ მონაცემებს არაუმეტეს იმ ვადისა, რაც საჭიროა ზემოთ მითითებული 

მიზნებისთვის, რისთვისაც პერსონალური მონაცემები შეგროვდა. 



 

 

 

როდესაც თქვენი პერსონალური მონაცემები აღარ დაგვჭირდება ასეთი მიზნებისთვის, მათ წავშლით ჩვენი 

სისტემებიდან ან/და ჩანაწერებიდან ან/და მივიღებთ ზომებს მათი ანონიმურობისთვის, რათა თქვენი 

იდენტიფიცირება შეუძლებელი იყოს (თუ ჩვენ არ გვევალება, რომ შესაბამისი პერსონალური მონაცემები იმ 

სამართლებრივი ან მარეგულირებელი ვალდებულებების შესასრულებლად შევინახოთ, რომლებსაც 

ვექვემდებარებით; მაგალითად, პერსონალურ მონაცემებზე, რომლებსაც კონტრაქტები, შეტყობინებები და 

საქმიანი მიმოწერები შეიცავს, შეიძლება გავრცელდეს შენახვასთან დაკავშირებული კანონით დადგენილი 

მოთხოვნები). 

 

შენახვის ვადა შეიძლება გაგრძელდეს ეროვნული კანონმდებლობის შესაბამისად, როდესაც დამუშავება 

აუცილებელია სამართლებრივი მოთხოვნების წარდგენის, შესრულების, ან დაცვისთვის, და ჩვენ ან მესამე 

პირებს შესაბამისი კანონიერი ინტერესი გაგვაჩნია (მაგალითად, მოსალოდნელი სამართლებრივი 

(ადმინისტრაციული ან/და სასამართლო) პროცედურების და ასეთი სამართალწარმოების პერიოდში, მათ შორის, 

ნებისმიერი რეგრესული მოთხოვნის ვადის ჩათვლით). 

 

10.2. მონაცემების ხელით წაშლა მთავარ მოწყობილობასა და Kia App-ში 

 

თქვენ შეგიძლიათ ხელით წაშალოთ მთავარ მოწყობილობაში შენახული თქვენი პერსონალური მონაცემები, 

დაკავშირებული სერვისების მთავარ მოწყობილობაში გამორთვის გზით. ამისათვის, (1) ავტომობილის მთავარ 

მოწყობილობაში დააწკაპუნეთ „kia connect პარამეტრების“ ხატულაზე, (2) აირჩიეთ „kia connect პარამეტრები“, 

(3) მენიუში მარცხნივ ტექსტი/გამოსახულება აწიეთ ზემოთ „deactivate kia connect“ ღილაკის ასარჩევად, (4) 

დააჭირეთ ღილაკს „deactivate“. სისტემა დაიწყებს დეაქტივაციის პროცესს და შემოგთავაზებთ მონაცემების 

წაშლას. 
 

ყურადღება: გაითვალისწინეთ, რომ მთავარი მოწყობილობის საწყის პარამეტრებზე დაყენება არ გამოიწვევს 

სერვისების გამორთვას. ამისათვის, თქვენ უნდა მიყვეთ დეაქტივაციის ზემოთ აღწერილ პროცესს. 

 

ზემოაღწერილი დეაქტივაციის შემდეგ შესაბამისი ავტომობილის დაკავშირებული სერვისები გამოირთვება, 

მთავარ მოწყობილობაში არსებული მონაცემები წაიშლება და ავტომობილი გაითიშება kia app-ში თქვენი 

ანგარიშიდან. ასევე წაიშლება მონაცემები, რომლებიც ჩვენ გადმოგვეცა მთავარი მოწყობილობის მეშვეობით 

დაკავშირებულ სერვისებთან მიმართებით, თუ არ მოქმედებს შენახვის ვადები (იხილეთ პუნქტი 10.1). 

 

გაითვალისწინეთ, რომ ნებისმიერი მონაცემი დაკავშირებული სერვისების შესახებ ასევე წაიშლება თქვენს kia 

app-ის ანგარიშში. თუმცა, უცვლელი დარჩება თქვენს ანგარიშში არსებული ნებისმიერი სხვა მონაცემი. თუ 

გსურთ, რომ kia app-ში თქვენი ანგარიშიც წაშალოთ, დაიცავით kia app-ში ანგარიშის წაშლის პროცესი. 

 

11. ხაზგარეშე (offline) რეჟიმი (მოდემი გამორთულია) 
 

შეგიძლიათ ჩართოთ ხაზგარეშე რეჟიმი (offline mode) მთავარ მოწყობილობაში შესაბამისი პარამეტრის არჩევის 

გზით. თუ ხაზგარეშე რეჟიმი ჩართულია, დაკავშირებული სერვისის ყველა ფუნქცია გამოირთვება და 

პერსონალური მონაცემები, კერძოდ, მდებარეობის მონაცემები (gps მონაცემები), არ შეგროვდება. ხაზგარეშე 

რეჟიმის ხატულა გამოსახულია ავტომობილის მთავარი მოწყობილობის ეკრანის ზედა ნაწილში. 

 

12. თქვენი კანონიერი უფლებები 

 

მოქმედი კანონმდებლობის შესაბამისად, თქვენი პერსონალური მონაცემების დამუშავებასთან დაკავშირებით, 

თქვენ გაქვთ უფლება: 

– არ მოგვაწოდოთ თქვენი პერსონალური მონაცემები (თუმცა გაითვალისწინეთ, რომ ჩვენ ვერ შევძლებთ 

დაკავშირებული სერვისების სარგებლის და უპირატესობის სრულად მოწოდებას, თუ თქვენს პერსონალურ 

მონაცემებს არ გაგვიზიარებთ (მაგ.: შეიძლება ვერ შევძლოთ თქვენი მოთხოვნის დამუშავება საჭირო 

მონაცემების გარეშე));  

– მოითხოვოთ თქვენს პერსონალურ მონაცემებზე წვდომა ან მათი ასლები, ასევე ამ პერსონალური 

მონაცემების შინაარსის, დამუშავებისა და გამჟღავნების შესახებ ინფორმაცია; 

– მოითხოვოთ თქვენს პერსონალურ მონაცემებში ნებისმიერი უზუსტობის გასწორება; 

– კანონიერ საფუძველზე მოითხოვოთ: (i) თქვენი პერსონალური მონაცემების წაშლა; ან (ii) თქვენი 

პერსონალური მონაცემების დამუშავების შეზღუდვა; 



 

 

– გარკვეულ გარემოებებში, მაგალითად, თუ gdpr-ის მე-6 მუხლის (1) „ა“ ან მე-6 მუხლის (1) 

„ბ“ ქვეპუნქტით დადგენილია დამუშავების სამართლებრივი საფუძველი, თქვენ შეგიძლიათ მიიღოთ თქვენთან 

დაკავშირებული და ჩვენთვის მოწოდებული პერსონალური მონაცემების ასლი სტრუქტურირებულ, 

საყოველთაოდ გამოყენებად და მოწყობილობით წასაკითხ ფორმატში. თქვენ შეგიძლიათ ეს მონაცემები 

გადასცეთ სხვა მაკონტროლებელს, ჩვენი მხრიდან ხელშეშლის გარეშე; 

– როდესაც თქვენი თანხმობის საფუძველზე ვამუშავებთ თქვენს პერსონალურ მონაცემებს, შეგიძლიათ 

გააუქმოთ ეს თანხმობა (ასეთი გაუქმება გავლენას არ იქონიებს დამუშავების კანონიერებაზე, რომელიც თქვენ 

მიერ თანხმობის გაუქმებამდე შესრულდა და ხელს არ შეუშლის თქვენი პერსონალური მონაცემების 

დამუშავებას სხვა შესაბამისი სამართლებრივი საფუძვლების გათვალისწინებით); და 

– თქვენ ასევე უფლება გაქვთ, საჩივარი შეიტანოთ მონაცემთა დაცვის კომპეტენტურ ორგანოში თქვენი 

პერსონალური მონაცემების დამუშავებასთან დაკავშირებით (მაგ.: გაერთიანებულ სამეფოში ასეთია 

ინფორმაციის კომისრის ოფისი (https://ico.org.uk/) ან ევროკავშირის ქვეყნებში, სადაც ცხოვრობთ ან მუშაობთ ან 

სადაც სავარაუდო დარღვევა მოხდა, ევროკავშირის წევრი ქვეყნის მონაცემთა დაცვის ორგანოში (აღნიშნული 

სამსახურების ჩამონათვალი იხილეთ ბმულზე: https://www.edpb.europa.eu/about-edpb/about-

edpb/members_en))). 
 

მოქმედი კანონმდებლობის შესაბამისად, თქვენი პერსონალური მონაცემების დამუშავებასთან დაკავშირებით, 

თქვენ ასევე გაქვთ შემდეგი უფლებები: 

– გამოთქვათ პროტესტი, კონკრეტული სიტუაციის საფუძველზე, ჩვენ მიერ ან ჩვენი სახელით თქვენი 

პერსონალური მონაცემების დამუშავების თაობაზე, როდესაც ასეთი დამუშავება ეფუძნება gdpr-ის 6 (1)(ე) 

(საჯარო ინტერესი) ან 6(1)(ვ) (კანონიერი ინტერესები) მუხლებს; და 

– გამოთქვათ პროტესტი, თქვენი პერსონალური მონაცემების დამუშავების თაობაზე, ჩვენ მიერ ან ჩვენი 

სახელით, პირდაპირი მარკეტინგული მიზნებისთვის. 

 

ეს გავლენას არ იქონიებს თქვენს კანონით დადგენილ უფლებებზე. 
 

გაითვალისწინეთ, რომ ჩვენ არ დავამუშავებთ თქვენს პერსონალურ მონაცემებს პროფილირების მიზნებისთვის, 

თქვენი თანხმობის გარეშე. 

 

ამ უფლებებიდან ერთი ან მეტის გამოყენებისთვის, ან თქვენი უფლებების, ან kia connect-ის 

კონფიდენციალურობის შეტყობინების ნებისმიერი დებულების ან თქვენი პერსონალური მონაცემების 

დამუშავების შესახებ შეკითხვისთვის, გამოიყენეთ ზემოთ, პუნქტებში 3 და 4 მოცემული საკონტაქტო 

ინფორმაცია. 
 

13. Kia Connect-ის გამოყენების პირობები 

 

დაკავშირებული სერვისების გამოყენება რეგულირდება kia connect-ის გამოყენების პირობებით, რომელიც 

ხელმისაწვდომია აქ: https://connect.kia.com/eu/downloads. გირჩევთ, რეგულარულად გადახედოთ ამ პირობებს 

ჩვენ მიერ დროდადრო შეტანილი ცვლილებების სანახავად. 

 

14. განახლებები 

 

kia connect-ის კონფიდენციალურობის ეს შეტყობინება შეიძლება დროდადრო შეიცვალოს ან განახლდეს 

პერსონალური მონაცემების დამუშავებასთან დაკავშირებით ჩვენს მიერ პრაქტიკაში განხორციელებული 

ცვლილებების ან მოქმედი კანონმდებლობის ცვლილებების შესაბამისად. გირჩევთ, ყურადღებით გაეცნოთ kia 

connect-ის კონფიდენციალურობის შეტყობინებას და რეგულარულად შეამოწმოთ ეს გვერდი ნებისმიერი 

ცვლილების სანახავად, რომელიც შეიძლება შევიტანოთ kia connect-ის კონფიდენციალურობის ამ შეტყობინების 

შესაბამისად. 

 

kia connect-ის კონფიდენციალურობის განახლებულ შეტყობინებას გამოვაქვეყნებთ ჩვენს ვებ-გვერდზე, kia app-

სა და მთავარ მოწყობილობაში. ბოლო განახლების თარიღი მითითებულია kia connect-ის 

კონფიდენციალურობის შეტყობინების ზედა ნაწილში. 

 

15. განმარტებები 

 

„მაკონტროლებელი“ - ფიზიკური ან იურიდიული პირი, საჯარო ორგანო, სააგენტო ან სხვა ორგანო, რომელიც 



 

 

დამოუკიდებლად ან სხვებთან ერთად განსაზღვრავს პერსონალური მონაცემების დამუშავების მიზნებსა და 

საშუალებებს. 

 

„მონაცემთა დაცვის ორგანო“ - დამოუკიდებელი საჯარო ორგანო, რომელსაც კანონით ევალება მონაცემთა 

დაცვის მოქმედ კანონმდებლობასთან შესაბამისობის ზედამხედველობა. 

 

gdpr - (i) ევროკავშირის რეგულაცია (eu) 2016/679 (მონაცემთა დაცვის ზოგადი რეგულაცია); ან (ii) 

გაერთიანებულ სამეფოსთან დაკავშირებით, რეგულაცია (eu) 2016/679, ვინაიდან ის არის გაერთიანებული 

სამეფოს კანონმდებლობის ნაწილი 2018 წლის ევროკავშირიდან გასვლის აქტის მე-3 სექციის შესაბამისად, და 

პერიოდული შესწორებები (ასევე ცნობილია, როგორც გაერთიანებული სამეფოს gdpr). 

 

„პერსონალური მონაცემები“ - ნებისმიერი ინფორმაცია, რომელიც იდენტიფიცირებულ ან იდენტიფიცირებად 

ფიზიკურ პირს უკავშირდება. 

 

„დამუშავება“ - ნებისმიერი მოქმედება, ან მოქმედებების ერთობლიობა, რომელიც ხორციელდება პერსონალურ 

მონაცემებზე ან პერსონალურ მონაცემთა ერთობლიობაზე, როგორიცაა შეგროვება, ჩაწერა, ორგანიზება, 

სისტემატიზება, შენახვა, ადაპტაცია ან შეცვლა, ამოღება, კონსულტაცია, გამოყენება, გამჟღავნება გადაცემის 

გზით, გავრცელება ან სხვაგვარად ხელმისაწვდომობა, გასწორება ან გაერთიანება, წაშლა ან განადგურება. 

 

„დამმუშავებელი“ - ფიზიკური ან იურიდიული პირი, საჯარო ორგანო, სააგენტო, ან სხვა ორგანო, რომელიც 

მაკონტროლებლის სახელით ამუშავებს პერსონალურ მონაცემებს. 

 

16. ცვლილებები ადგილობრივ კანონში 

 

ადგილობრივი კანონმდებლობის შემდეგი ცვლილებები გამოიყენება: 

 

საფრანგეთი 

 

11 პუნქტთან („თქვენი კანონიერი უფლებები“) დაკავშირებით: კონფიდენციალურობა პირის გარდაცვალების 

შემდგომ: თქვენ ასევე გაქვთ უფლება, განსაზღვროთ კონკრეტული მითითებები, გარდაცვალების შემდეგ, 

თქვენი პერსონალური მონაცემების შენახვის, წაშლისა და გადაცემის შესახებ. 

 

ესპანეთი 

 

პუნქტი 11 („თქვენი კანონიერი უფლებები“) უნდა შესწორდეს თქვენს პერსონალურ მონაცემებზე წვდომის ან 

მათი ასლების მოთხოვნის უფლებასთან დაკავშირებით შემდეგნაირად: 

 

შესაძლოა, გქონდეთ უფლება, მიიღოთ დამუშავების პროცესში არსებული პერსონალური მონაცემების ასლი. 

ექვსი თვის განმავლობაში დამატებითი ასლების მოთხოვნის შემთხვევაში, თუ არ არსებობს მოთხოვნის კანონით 

დადგენილი მიზეზი, შეიძლება დაგაკისროთ გონივრული საფასური ადმინისტრაციული ხარჯების 

საფუძველზე. 
 

შვეიცარია 

 

მონაცემთა დაცვის ორგანო: შვეიცარიის მონაცემთა დაცვის ორგანოს საკონტაქტო ინფორმაცია: eidgenössischer 

datenschutz- und öffentlichkeitsbeauftragter (edöb), feldeggweg 1,3003 bern, შვეიცარია, ტელეფონი: +41 (0) 58 

462 43 95, ვებ-გვერდი: https://www. edoeb.admin.ch 

 

პუნქტს 9 უნდა დაემატოს შემდეგი ინფორმაცია: 
 

თქვენი პერსონალური მონაცემები ინახება შემდეგ ქვეყნებში/იურისდიქციებში: [worldwide]. 

 

რაც შეეხება gdpr-ზე მითითებებს, ვინაიდან გამოიყენება შვეიცარიის მონაცემთა დაცვის კანონი და მასთან 

დაკავშირებული დებულებები, gdpr-ის მუხლებზე მითითებები უნდა განიხილებოდეს, როგორც 2023 წლის 1 

სექტემბრის მონაცემთა დაცვის შესახებ შვეიცარიის ფედერალური კანონის („fadp“) შესაბამის მუხლებზე 

მითითება, uwg-ის პუნქტებზე მითითებები კი უნდა განიხილებოდეს, როგორც მითითებები შვეიცარიის 



 

 

არასამართლიან კონკურენციასთან ბრძოლის ფედერალური კანონის („შვეიცარიის uwg”) შესაბამის მუხლებზე, 

კერძოდ: 

 

–მუხ. 6 (1) ბ) gdpr უნდა განიმარტოს fadp-ის მე-6 მუხლის შესაბამისად, როდესაც მითითებულია 

ხელშეკრულების განხორციელების მიზნებზე; 

 

–მუხ. 6 (1) ვ) gdpr უნდა განიმარტოს fadp-ის 31-ე მუხლის 1-ლი პარაგრაფის შესაბამისად; 

 

–მუხ. 6 (1) გ) gdpr უნდა განიმარტოს fadp-ის 31-ე მუხლის შესაბამისად; 

 
–მუხ. 6 (1) ა) gdpr უნდა განიმარტოს fadp-ის 31-ე მუხლის შესაბამისად; 

 

–uwg-ის პუნქტი 7 (2) no 2 უნდა განიმარტოს შვეიცარიის uwg-ის მე-3 მუხლის, პარ. 1, ქვეპუნქტი „ო“-ს 

შესაბამისად; 

 

–მითითებები 7(3) მუხლზე gdpr უნდა განიმარტოს fadp-ის მსგავს პრინციპებზე მითითების გზით; 

 

–მუხ. 15 gdpr უნდა განიმარტოს fadp-ის 25-ე მუხლის შესაბამისად; 

 

–მუხ. 16 gdpr უნდა განიმარტოს fadp-ის 32-ე მუხლის შესაბამისად; 

 

–მუხ. 17 gdpr უნდა განიმარტოს fadp-ის 32-ე მუხლის შესაბამისად; 

 

-მუხ. 18 gdpr უნდა განიმარტოს fadp-ის 32-ე მუხლის შესაბამისად; 

 

–მუხ. 20 gdpr უნდა განიმარტოს fadp-ის 28-ე მუხლის შესაბამისად; 

 

–მუხ. 21 (1) და (2) gdpr უნდა განიმარტოს fadp-ის 30-ე მუხლის პარ. 2, „ბ“ ქვეპუნქტის შესაბამისად; 

 

–მუხ. 77 gdpr უნდა განიმარტოს fadp-ის 49-ე მუხლის შესაბამისად; 

 

–მუხ. 28(3) gdpr უნდა განიმარტოს fadp-ის მე-9 მუხლის შესაბამისად; 

 

გაერთიანებული სამეფო 

 

პუნქტს 9 („პერსონალური მონაცემების საერთაშორისო გადაცემა“) უნდა დაემატოს შემდეგი: 

 

ევროკომისიის მიერ განსაზღვრული „ადეკვატური იურისდიქციების“ მსგავსად, გაერთიანებული სამეფოს 

მთავრობამ გადაწყვიტა, რომ კონკრეტული ქვეყნები (იხილეთ ჩამონათვალი ბმულზე https://ico.org.uk/for-

organisations/uk-gdpr-guidance-and-resources/international-transfers/international-transfers-a-guide/#adequacy) 

უზრუნველყოფენ პერსონალური მონაცემების დაცვის ადეკვატურ დონეს, გაერთიანებული სამეფოს gdpr-ის 45-ე 

მუხლის („ადეკვატურობის რეგულაცია“) შესაბამისად. 

 

როდესაც პერსონალურ მონაცემებს გადავცემთ მიმღებს, რომელიც მდებარეობს იმ მესამე ქვეყანაში, რომელიც არ 

არის განსაზღვრული, როგორც ადექვატური იურისდიქცია, ჩვენ (ან ჩვენი დამმუშავებლები გაერთიანებულ 

სამეფოში/ევროკავშირში/eea-ში, რომლებიც სიტუაციის შესაბამისად, პერსონალურ მონაცემებს ასეთ მესამე 

ქვეყნებში არსებულ ქვე-დამამუშავებელებს გადასცემენ) უზრუნველვყოფთ სათანადო დაცვას მიმღებთან 

მონაცემთა გადაცემის თაობაზე ხელშეკრულების გაფორმებით რაც ევროკომისიის (სტანდარტული 

სახელშეკრულებო დებულებები) ან გაერთიანებული სამეფოს (თუკი გამოიყენება) მიერ არის დამტკიცებული, 

შესაბამისი გარანტიების ან მონაცემთა დაცვის ადეკვატური დონის შესაბამისად. 

 
დაცვის შესაბამისი ღონისძიებების ასლის გამოთხოვა შესაძლებელია ჩვენთან ან ჩვენი dpo-სგან (იხ. პუნქტები 3 

და 4). 

 


